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WELCOME 

On behalf of our entire staff, I welcome you to the Dorn VA Medical Center!  Dorn VAMC has long been an integral part of resident and student training.  We employ more than 1300 people, treat approximately 4500 inpatients and see 500,000 outpatients per year at our main medical center in Columbia and satellite clinics throughout the state.  Dorn VAMC has over 65 affiliation agreements in associated health disciplines, with more than40 universities, colleges, and technical schools.   Dorn VAMC has resident positions in Dental, Endocrinology & Metabolism, Emergency Medicine, Family Practice, General Internal Medicine, General Surgery, Geriatric Medicine, Obstetrics/Gynecology, Ophthalmology, Optometry, Orthopedic Surgery, Preventive Medicine, Pulmonology, and Psychiatry.

We hope to contribute substantially to your education and look forward to a mutually beneficial relationship.  The Education Service Line staff members are your liaisons for educational issues.   If you have questions, concerns, comments, or suggestions for improvement, we'd like to hear from you!  As the Associate Chief of Staff for Education, I encourage you to make the most of your time here. Please call me or one of my staff (listed below) if we can be of assistance.






Carole L. Pillinger , MD
Assoc. Chief of Staff for Ed.
x7934

Renee Woerner
Admin Officer
x7934

Angela Dooley    
Program Specialist, Scholarships
x4193

Loretta Myers
Secretary
x6834

Robert Doran 
Program Assistant, Patient/Family Education
x7058

Patricia Donohue, RN, 
Director, Staff Education
x7700

Cathy Cook 
Training Specialist
x7150

Cleo Moseley
Training Specialist
x6630

Karen Scott , RN
Nursing Instructor
x6613

Mary Willis-Clarkson, RN
Nursing Instructor
x7326

LEARNERS PERCEPTIONS’ SURVEY

Dorn VA Medical Center (VAMC) strives to continuously improve the training experience you receive while rotating at the VAMC.  The nation-wide Learners’ Perception Survey is an on-line survey that asks you to rate various aspects of your current VA clinical training experience. Information from the survey provides feedback for identifying areas of excellence as well as areas needing improvement in areas such as: 

· Clinical Faculty/Preceptors

· Learning Environment

· Working Environment

· Physical Environment

· Personal Experience

· and more...  

The main purpose of the survey is to improve the VA clinical training experience. Your input is very valuable in achieving this goal.

This survey is completely anonymous and all information you provide will be kept confidential.  We understand there may be some concern about the confidentiality of your responses to the on-line Learners’ Perception Survey. Please be assured that: 

· The last four digits of SS# and first three letters of the last name give you a unique ID to access the Learners’ Perception Survey for login purposes only, and are not used to identify trainee responses. 

· The web site is located in a physically secure government computer installation, and only authorized VA analysts and database personnel with appropriate security clearances can access this data. 

· VA facilities do not have access to raw data that can be used to identify respondents or their responses. 

· Only summary results of the survey are shared with VA facilities, VISN leaders, and other VA staff as appropriate. 

You can only take this survey only once during the academic year, so we ask that as you near the end of your time with us (but before June 30, 2006), please take 10-15 minutes to complete the survey.  The more information we receive from you, the more able we are to address any areas that need improvement, or to continue and expand areas that are working well. Again, your contribution to this effort is invaluable, and I personally want to thank you for taking a few minutes of your valuable time to complete this survey



MISSION, VALUES, GOALS

VHA Mission: Honoring America’s veterans by providing excellent healthcare that 
improves their health life and well-being.
 

VHA Vision: To be a patient-centered integrated health care organization for 
veterans providing excellent health care, research, and education; an organization 
where people choose to work; an active community partner; and a back-up for 
national emergencies. 
 

VHA Eight for Excellence: 
1) Safety and Quality

2) Timeliness and Access

3) Customer Service

4) Workforce Planning

5) Business Practices

6) Research

7) Education and Training

8) Healthy Communities

Dorn VAMC Mission:   Honor America's veterans by providing exceptional health care that improves their health and well-being.  

Dorn Vision:  To be a patient-centered integrated health care organization for veterans providing excellent health care, research, and education; an organization where people choose to work; an active community partner; and a back-up for National emergencies.

Dorn VAMC Domains of Value
a. 
Quality:   To put quality first. 

b. 
Access: To provide easy access to care, expertise and knowledge. 

c. 
Function:  To restore, preserve, and improve veterans' function. 

d. 
Satisfaction:   To exceed veteran, family, and employee expectations. 

e. 
Cost-effectiveness : To optimize resource use to benefit veterans. 

f. 
Healthy Communities: To optimize the health of the veterans and the VA community and to contribute to the health of the Nation. 

DORN VAMC PLANNING STRATEGIES

1) 
Continuously improve the quality and safety of health care for veterans, particularly in those health   issues associated with military service. 

2) 
Provide timely and appropriate access to health care by implementing best practices. 

3) 
Continuously improve veterans and family satisfaction with VA care by promoting patient-centered care and excellent customer service. 

4) 
Promote diversity, excellence, and satisfaction n the workforce and to foster a culture which encourages innovation. 

5) 
Promote excellence in business practices through administrative, financial, and clinical efficiencies. 

6) 
Focus research and development on clinical and system improvements designed to enhance the health and well-being of veterans. 

7) 
Promote excellence in the education of future health care professionals and to enhance VHA partnership with affiliates. 

8)
Promote health with VA, local communities, and the Nation consistent with the VA's mission. 

MILITARY SERVICE HISTORY

Answers to these questions will provide information helpful in understanding patient's medical problems and complaints, and will help you establish rapport and working partnerships with your veteran patients.  

Tell me about your military experience.

· What did you do?

· When and where did you serve?

· How has it affected you?

If your patient answers "yes" to any of the following questions, ask, "Can you tell me more about that?"

· Were you a prisoner of war?

· Did you see combat, enemy fire, or casualties?

· Were you wounded or hospitalized?

· Did you participate in any experimental projects?

· Do you have a claim pending or do you have a service-connected condition?

UNIQUE HEALTH RISKS

WWII:  Infectious diseases • Wounds • Exposure to nuclear weapons or cleanup • 

     What theatre?   Pacific / Europe / Asia

KOREA:  Cold injury • lasting effects

COLD WAR:  Nuclear testing

VIETNAM:  Length and time of service • Exposure to Agent Orange • Infectious diseases

GULF WAR:  
Exposures to Smoke • Leishmaniasis • Chemical or Biological Agents • Depleted Uranium (DU) • Infections

PEACE TIME:  Exposures • Experiences  • Peacekeeping Deployment 

ISSUES OF CONCERN IN VETERANS' HEALTH

It is recommended that all veterans be asked these questions:

HEPATITIS C VIRUS (HCV) INFECTION 


•
Are you a Vietnam-era veteran?


•
Did you have a blood transfusion before 1992?


•
Have you ever injected drugs such as heroin or cocaine?

PAIN AS THE FIFTH VITAL SIGN


•
Are you having pain now?


•
On a scale of 0 – 10, how would you rate your pain?

HOMELESSNESS


•
Where do you live?


•
Who lives with you?


•
What have you done for a living?

SEXUAL HARASSMENT AND TRAUMA


•
Have you ever experienced physical, emotional, or sexual harassment or trauma?


•
Is this causing you problems now?


•
Do you want a referral?

PTSD (POST TRAUMATIC STRESS DISORDER)

ESSENTIAL INFORMATION

As a part of the VAMC staff, you will be expected to comply with VA policies regarding resident supervision, parking, identification badges, mandatory training, computer access, etc. 

Supervision of Trainees:

· Resident Supervision:  As residents become competent in different areas, they will be permitted to perform duties with a decreasing level of supervision.  Throughout the training program, the program director and VA counterpart will track residents’ progress and their ability to perform individual tasks.  For a complete description of our Resident Supervision Program, refer to Medical Center Memorandum 544-412, which may be obtained by calling the Education Service Line, ext. 695-7934.  

· Student Supervision:  All procedures are to be performed under appropriate supervision.  Medical Students may refer to Medical Center Memorandum 544-413 for additional information.

We want your training to be as valuable as possible.  If you have concerns or questions regarding the amount/quality of the supervision that you receive, please contact either Dr. Pillinger or Renee Woerner at 695-7934.  All inquiries will be handled in a confidential manner.  In addition, if you find that you are working more than 80 hours per week, please notify Dr. Pillinger or Ms. Woerner.

Security Checks:  All trainees are required to comply with the background screening requirements of VHA Directive 0710, Personnel Suitability and Security Program, which requires, at a minimum, that all trainees receive a fingerprint check.  Each student will coordinate with Human Resources to initiate this process prior to appointment.
Parking :  Parking at the VAMC is limited and specific areas have been designated for employee use.  When you arrive for your first rotation at the VAMC, you will be given the necessary paperwork to request a decal for your vehicle(s).  Additional information can be provided by VA Police at ext. 6803.

Identification Badges:  You will be issued a VA ID badge that must be worn at all times while on duty at Dorn VAMC.  Name tags will be used to inform patients of “medical student” or “resident” status in accordance with “Lewis Blackman Hospital Patient Safety Act” (Article 27, Section 44-7-3410 et. seq., SC Code of Laws).  

Site-Specific Training:  In addition to the general orientation and the training modules in this booklet, you must receive a site-specific orientation to the VAMC. Your program coordinator will ensure that you receive this training.  

Computer Access Codes:  The Dorn VAMC uses a computerized medical record and scheduling system.  During your first rotation, you will be required to attend a short training on the use of this system.  You will also be required to complete the training on Cyber Security Awareness, found on page 11 of this booklet.  You will be provided an access code to the system and will be required to sign an "Access Agreement."  Additional information on CPRS and computer access codes can be provided by Information Management Service Line Help Desk at ext. 4357.
Cell Phone Usage:  In order to ensure that interference with medical equipment does not occur, cellular phones, two-way radios, and other wireless communication devices shall be restricted in patient care areas with a high density of medical equipment.  These areas include, but are not limited to, Urgent Care (excluding VA Police Office), CCU, MICU, SICU, OR, Pre/Post Recovery areas, Cath Lab, Hemodialysis, PCU Telemetry Care Area), GI, Radiology Procedure Area, Clinical Laboratory, and Nuclear Medicine.  Cellular phones and two-way radios shall be turned off in these areas.
VHA GEMS (Green Environmental Management Systems):  GEMS is a formal system for the management of environmental issues within Dorn VAMC. The goal of GEMS is to achieve continual improvement in environmental protection.  All staff, volunteers, and trainees should be aware that Dorn VAMC actively promotes a healthy environment including use of recycled products, recycling of waste products, and conservation of energy.  Additional information can be obtained from the Dorn VAMC GEMS Coordinator, Leon B. Langguth  803-776-4000 x 6196.

Smoking Regulations:  The Dorn VAMC is a smoke-free facility.  Signs are posted outside the medical center indicating designated smoking areas.  Smoking is prohibited near (or at) the entrances to health care buildings.


Designated smoking areas for employees and students are as follows:


1.  
Building 100 - Smoking shelter on grassy area across from the Emergency entrance.


2.  
Bldg 103 - The gazebo in the fenced-in area at the back of the first floor nursing station and the gazebo located in Freedom Park, adjacent to the entrance to Building 103.


3.
Psychiatry (Building 106) - Southwest corner of building, covered area outside of Day Room in old Day Hospital area; covered area on west side of Bldg 106 between the door on the south end of the long corridor that connects Bldg. 106 with Bldg. 100 and the back (west) door of the north corridor of the Mental Hygiene Clinic area; covered area on east end of Bldg. 106 near Recreation Therapy's "Victory Garden"; and, bench on northeast of Bldg. 106 near, but not too close to, the outside door of the KT area.

Telephones:    Use of official telephones should be restricted to official business except in case of emergency.  Long distance calls require the use of a pin number, which is obtained through your service line director’s office.  All personal calls should be placed at public pay telephones available on each unit.  The facility switchboard telephone number is 776-4000.  For improved and faster service, it is important for you to know the extension that you wish to call.  The station telephone book is readily available on the Dorn VAMC website.  Emergency numbers are located on the back cover of this booklet.

Public Transportation:  A public bus services the hospital.  Specific schedule information is available at the Information Desk in the main lobby.
Hospital Page System: 
   For 3 digit pagers:

1.
Dial "30."  The system responds with the recorded direction, "Please enter user number."

2.
Enter the pager number at this time.

3.
For digital pagers, the next prompt is, "Please enter message followed by the pound sign."  Enter the telephone extension number at this time, followed by the # sign.

    
For voice pagers, the next prompt is, "Please begin speaking."  State your message at this time.

4.  A beep and the recorded voice will inform you that your page has been accepted.

   For 7 digit pagers:

1.   Dial 9 for an outside line and follow voice prompts.

2.   Enter the extension number to be called back.

Meals:  Meals, snacks, burgers and pizza may be purchased in the food court from 7:00 am – 2:00 pm Monday through Friday.  (Pizza is available until 4 p.m.) Hot and cold snacks, as well as soft drinks, are available twenty-four hours per day from vending machines located adjacent to the food court and retail store, at the entrance to Bldg 100A, and in Bldg 106.  The vending areas have a microwave oven for your convenience, and refrigerators are available for sack lunches on every nursing unit. 

[Residents and medical students who perform scheduled duty after normal working hours will be served the supper meal, late night snack and breakfast the next morning.  A dinner meal is served on Saturday, Sunday, and holidays.  Meals may be picked up in the main kitchen, Room LA-129 from 7:00 – 8:30 am, 11:30 am – 1:00 pm and 4:30 – 6:30 pm.  Residents/medical students may call x6336 to hold a meal if they cannot pick up the meal during the timelines outlined above.  NOTE:  Residents/medical students will sign the daily roster for gratuitous meals to acknowledge receipt of the meal.]

Retail Store:  A small retail store is located on the first floor.  Hours of operation are 7:30 a.m. - 4:00 p.m., Monday through Friday.  The retail store is open to the public.  Cash, checks, or Visa cards are accepted for purchase.  No sales tax is charged on items purchased there.

Library:  The library is located on the second floor of Building 103.  Students may use the library and check out library materials.  (The Library reserves the right to withdraw check out privileges from individuals and programs, if necessary.)  Students will observe library rules of noise control, no food and drink, etc., and will adhere to due dates of checked out materials.  The librarian will guide students to texts and journals, catalogs, etc., but cannot perform extended reference work for them.  The copier in the library is for use in copying library materials only.
CUSTOMER SERVICE 

Customer Service is a very important aspect of our jobs. The single most important factor that shapes opinions about us and our hospital is the experiences our customers have in their contacts with staff. Patients, visitors, vendors, coworkers and students are all considered customers and have varying degrees of influence on our medical center's reputation.  Positive encounters experienced by all customers produce satisfaction.
Patients expect staff to be caring and competent:  Caring behaviors include being friendly, flexible, helpful and courteous.  Competent behaviors include performing tasks effectively and efficiently, gathering information before a decision is made, giving honest feedback to patients and their families, providing accurate and timely information, and keeping family members informed

When veterans enter our system, they are interested in two things-- getting well and being treated like human beings.  They have high expectations of us and we have a responsibility to meet those expectations.  Daily doses of positive customer relations not only improves our medical center's image, but will also make you feel good, your co-workers will feel good, and our patients will feel good.

Making a Good First Impression:  Experts on customer service claim that it takes eight seconds to create a favorable first impression and eight days to undo and unfavorable one.  Their impressions of you will be favorable if: 

· You look the part
· Your tone of voice is pleasant and you speak slowly 

· You appear calm and not rushed 

· Explain in simple language; be patient.

Conveying Positive Non-Verbal Signals 

Smile.  A smile is reassuring to anxious people.  It conveys your openness and willingness to help.  Let your face show that you are glad your guest arrived.  Remember, you are not dressed for work until you put a smile on your face.

Touch.  Offer a handshake as you greet your patient.  It shows you are a caring person.

Use eye contact.  Look at the patient/customer as you listen or speak. The patient/customer will feel that they have your attention; that you are hearing what he/she says.   Even if you are busy, make eye contact within four seconds, acknowledging the patient/customer.  If you are talking with another staff member, immediately excuse yourself and approach the patient.  ALL STAFF MUST RECOGNIZE THE PATIENT COME FIRST.

End all personal conversations or telephone calls immediately upon the approach of a patient/customer.

Introduce yourself:   People like to know to whom they are talking.  They like the reassurance of knowing someone to whom they can refer future question.  Wearing your nametag will help reinforce the verbal use of your name.

Use the patient's name:   People like to hear their names spoken.  Their name is unique and by using it, you emphasize the patient's individuality.

Saying “Please” and “Thank you”:   Please and thank you are powerful words for building patient rapport.  They are easy to say and sometimes forgotten.

Keeping your work area neat:   Clutter causes distraction.  The time you spend searching for a form, a folder, or some other piece of information creates unnecessary delays for the patient.  To him you appear disorganized and inefficient which generally lessens confidence in you and reduces your effectiveness.


Fishing for negative feedback:   Believe it or not, a complaining patient can be your best friend.  Without their criticisms, we could never know how to improve. Let your patients know that you really want their honest opinions.  If you can't solve their problems, refer them to your immediate supervisor.  Take notes and follow-up on the request or problem.

Informing, Instructing and Educating Your Patients:  People are less anxious and respond more appropriately when they are informed about what is going to happen to them. Don't tell the patient that "Everything has been taken care of" -- when it really hasn't. Don't blame it on someone else or the computer.

Over-Delivering (Doing Something Extra):  Go out of your way to provide the extra touch, assist someone to fill out the form or make a phone call for a patient or family instead of sending them to another area. Look up information the patient is "supposed to have". Escort the lost or confused person to where he/she is supposed to go.

Doing What You Promised You Would Do:  Always follow through.  If you say you'll be right back, do so.  If you promise to get in touch with their Dr., do it.

Telling The Patient - What You Can Do - Not What You Can't:  This means being positive.  Don't offer excuses.  Provide choices, alternatives that you and the patient have.  Never say "that's not my job".

Using Telephone Etiquette:  Whenever you are talking on the phone, our reputation is on the line.  Answer with a smile and a pleasant tone of voice, identify your work area, yourself and say "May I help you?"


CYBER SECURITY AWARENESS


"Cyber Security Awareness" is the knowledge that VA employees, trainees, contractors, and volunteers utilize to protect VA computer systems and data. It is more than policies, procedures, rules, and regulations. Cyber Security Awareness refers to the personal responsibility each of us assumes for ensuring:

· the confidentiality, integrity, and appropriate availability of veterans' private data, 

· timely and uninterrupted flow of information throughout the VA enterprise, and 

· VA information systems are protected from the potential of fraud, waste and abuse. 

Please be aware of any activity that might violate and/or compromise the security of the VA information systems. Report all incidents to information security officer the Dorn VAMC is Ms. Donna Mills - extension 6383 or pager 769.
Password Requirements

Passwords must:

· Be constructed of at least eight characters (i.e., Gabc123&). 

· Use at least three of the following four kinds of characters: 

· Upper case letters (ABC...) 

· Lower-case letters (...xyz) 

· Numbers (0123456789) 

· "Special characters," such as #, &, *, or @. 

Be changed at least every 90 days on all information systems. 
 

E-mail Privacy and Security

Do not think of e-mail as being similar to a personal letter delivered to you in a sealed envelope by the post office. Instead, e-mail is more like a postcard. Most often, it gets dependably delivered but there may be opportunities along the way for people other than the addressee to view the contents. 

· E-mail is not considered private. You should have no expectation of privacy when using e-mail to transmit, store and communicate information. 

· E-mail is not considered secure. E-mail systems, including VA's, are vulnerable to virus attacks. In fact, most computer viruses are spread through e-mail messages.
· Don't open attachments from people you don't know. 

· Utilize e-mail in an appropriate manner. Don't forward or create hoaxes or ask people to modify their computer systems. Don't spread rumors using e-mail. Be suspicious of any message that tells you to forward it to others. 

· Use "reply to all" sparingly. Does everyone in your large mail group really need to see your response? Often, it is more appropriate to limit your response to just the sender. 

VIRUSES


 If your computer has any of these symptoms, there may be a problem. Please call the Help desk (x4357) immediately if you have reason to believe your computer has been infected with a virus.
· reacts slower than usual. 

· stops running for no apparent reason. 

· fails to boot. 

· seems to be missing important files. 

· prevents you from saving your work. 

SOCIAL ENGINEERING


Social engineering is an unauthorized person's manipulation of your trust to get you to give up information or resources that you should not give out. Make sure when you are asked by someone to provide information or allow the use of your computer or accounts (in person, over the phone, or electronically), that you are certain of who they are and of their authorization to have/use that information or access as part of their job. 
AUTHORIZED USE


As a VA employee, you may have the privilege of some "Limited Personal Use" of certain government resources, such as computers, e-mail, Internet access, and telephone/fax service. This benefit is available only as long as it does not interfere with official VA business, involves minimal additional expense to the Government, and is legal and ethical. Remember that your personal use may be limited at any time either by your management or by those responsible for the particular government resource you want to use. Before using this privilege, you should discuss your limits and responsibilities in using it with your supervisor and Information Security Officer (ISO).

MISUSE OR INAPPROPRIATE USE


Examples of Misuse or Inappropriate Use includes the following:

· Any personal use that could cause congestion, delay, or disruption of service to any Government system or equipment. For example, continuous data streams, video, sound, or other large file attachments that degrade performance of VA's network. 

· The creation, copying, transmission, or retransmission of chain letters or other unauthorized mass mailings regardless of the subject matter. 

· Activities that are illegal, inappropriate, or offensive to fellow employees or the public. 

· The creation, downloading, viewing, storage, copying, or transmission of sexually explicit or sexually oriented materials. 

· The creation, downloading, viewing, storage, copying, or transmission of materials related to gambling, illegal weapons, terrorist activities, and any illegal activities or activities otherwise prohibited. 

· Use for commercial purposes or in support of "for profit" activities or in support of other outside employment or business activity (e.g. consulting for pay, sales or administration of business transactions, sale of goods or services). 

· Engaging in any outside fund-raising activity, endorsing any product or service, participating in any lobbying activity, or engaging in any prohibited partisan political activity. 

· Any use that could generate more than minimal additional expense to the government. 

ETHICS 

Professional Conduct:  Professional conduct by the healthcare team is important in maintaining therapeutic relationships with patients.  Interactions should be centered on providing care that will lead to positive outcomes.  Acceptance of money, gifts, loans, or favors from a patient or family member is against VA policy.  Acceptance may result in a conflict of interest that may affect performance of duties, and may be perceived as trying to influence your actions as an agent for the Federal Government.  The staff is not to assume personal responsibility for patient's funds, personal effects, or valuables.  Problems and difficult situations should be reported to the preceptor.

Students and trainees affiliated with Veterans Administration facilities are expected to adhere to the same standards of ethical conduct as employees.  VHA is committed to the highest ethical standards for health care. This commitment is reflected in support for programs dedicated to ethics both at national and local levels. 
Ethics in patient care is the main thrust of the National Ethics Committee. Significant support may be obtained locally through the Ethics Advisory Consultation Team, an interdisciplinary group that functions in an advisory and consultative capacity.  The goal of this team is to make available a procedure to members of the health care team, patients and/or family members for obtaining consultation in confronting bioethical dilemmas. Functions of the team are as follows: 

· Provide a forum to discuss ethical issues with professionals.

· Serve in an advisory/consulting capacity or as a resource to persons involved in medical decision making.

· Assist where possible in education programs to facilitate discussions of ethical issues among medical center staff.

· Recommend and review facility policy related to health care decisions and patient rights.

In addition to patient centered activities, there are principles that apply to employee and trainee behavior. Patients seek heath care at a time of vulnerability and need. They place their hopes and their lives in the providers’ hands. It is essential that all staff and trainees involved in patient care understand the significance of the responsibility attached to the privilege of taking care of people’s health and their lives. 

The Veterans Health Administration (VHA) has determined that it is inappropriate to receive any gifts, gratuities, favors, entertainments, or anything of monetary value from a sales representative, including pharmacy representatives.  The Dorn VAMC does not allow pharmacy representatives to provide meals for employees, as is common practice elsewhere.  Additionally, personnel associated with the VA, including trainees, may not accept drug samples for personal use.

If you receive an unauthorized gift, you may pay the donor market value for the gift if you want to keep it. If not, you may return it. If the gift is perishable, such as food or flowers, it may be shared within your office, donated to charity or destroyed, as long as an ethics official or your supervisor grants approval.  If you have any questions regarding gifts, seek advice from your supervisor. 

VHA employees and trainees have the additional fiduciary responsibility of their role as government employees. VA has identified principles that apply to every employee/trainee and form the basis for the standards of ethical behavior.  Public service is a public trust, requiring employees to place loyalty to the Constitution, the laws and ethical principles above private gain. 


Employees shall:

· Put forth honest effort in the performance of their duties. 

· Act impartially and not give preferential treatment to any private organization or individual. 

· Protect and conserve Federal property and shall not use it for other than authorized activities 

· Disclose waste, fraud, abuse, and corruption to appropriate employees. 

· Satisfy in good faith their obligation as citizens, including all just financial obligations, especially Federal, State, or local taxes, imposed by law. 

· Adhere to all laws and regulations that provide equal opportunity for all Americans regardless of race, color, religion, sex, national origin, age, or handicap. 

· Endeavor to avoid any actions creating the appearance that they are violating the law or the ethical standards set forth in this document. 


Employees shall not:

· Hold financial interests that conflict with the conscientious performance of duty. 

· Engage in financial transactions using nonpublic Government information or allow the improper use of such information to further any private interest. 

· Except as permitted, solicit or accept any gift or other item of monetary value from any person or entity seeking official action from, doing business with, or conducting activities regulated by the employee’s agency, or whose interests may be substantially affected by the performance or nonperformance of the employee’s duties. 

· Knowingly make unauthorized commitments or promises of any kind purporting to bind the Government. 

· Use public office for private gain. 

· Engage in outside employment or activities, including seeking employment, that conflict with official Government duties and responsibilities. 

FIRE SAFETY - Reference MCM 544-850
The Fire Triangle

Fire Safety, at its most basic, is based upon the principle of keeping fuel sources and ignition sources separate.  Three things must be present at the same time to produce fire, which, when put together they produce the chemical reaction that is fire: 
1. Enough OXYGEN to sustain combustion

2. Enough HEAT to reach ignition temperature

3. Some FUEL or combustible material

Fuel Classifications

Fires are classified according to the type of fuel that is burning.  If you use the wrong type of fire extinguisher on the wrong class of fire, you might make matters worse, so it is very important to understand the four different fire (fuel) classifications…

Class A: Wood, paper, cloth, trash, plastics—solids that are not metals.

Class B: Flammable liquids—gasoline, oil, grease, acetone. Includes flammable gases.

Class C: Electrical—energized electrical equipment.  As long as it’s “plugged in.”

Class D: Metals—potassium, sodium, aluminum, magnesium.  Requires Metal-X, foam, and other special extinguishing agents.  

Types of Fire Extinguishers

Different types of fire extinguishers are designed to fight different classes of fire. The 3 most common types of fire extinguishers are:
Water (APW):  Large silver fire extinguishers that stand about 2 feet tall and weigh about 25 pounds when full.  -  APW stands for “Air-Pressurized Water”  and aredesigned for Class A fires only:  Wood, paper, cloth.

Carbon Dioxide (CO2):  CO2 cylinders are red and range in size from 5 lbs to 100 lbs or larger.  On larger sizes, the horn will be at the end of a long, flexible hose. CO2s are designed for Class B and C (Flammable Liquids and Electrical Sources) fires only!  A CO2 may be ineffective in extinguishing a Class A fire because it may not be able to displace enough oxygen to successfully put the fire out.  Class A materials may also smolder and re-ignite.

 Dry Chemical (ABC) Fire Extinguishers:  ABC extinguishers are red. At this facility, they range in size from 5 to 20 lbs and are filled with a fine yellow powder.  Dry chemical extinguishers come in a variety of types and will be labeled:

· DC (for “Dry Chemical”)

· ABC (can be used on Class A, B, or C fires)

· BC (designed for use on Class B and C fires)

It is extremely important to identify which types of dry chemical extinguishers are located in your area!  You don’t want to mistakenly use a “BC” extinguisher on a Class A fire thinking that it was an “ABC” extinguisher.

How to Use a Fire Extinguisher - PASS:

Pull the pin…  This will allow you to discharge the extinguisher

Aim at the base of the fire…  Hit the fuel.   If you aim at the flames the extinguishing agent will fly right through and do no good.

Squeeze the top handle…  This depresses a button that releases the pressurized extinguishing agent. 

Sweep from side to side…  until the fire is completely out.   Once the fire is out, keep an eye on the area in case it re-ignites.

Rules for Fighting Fires

Fires can be very dangerous and you should always be certain that you will not endanger yourself or others when attempting to put out a fire.  

For this reason, when a fire is discovered … RACE

R - Remove patients/staff/visitors from immediate danger.

A - Activate the building’s fire alarm (manual pull station activation) and dial 6555 (or have another staff member call) and report exact fire location.

C - Confine the fire by closing doors to isolate the fire area. Clear the corridors of all wheeled carts and equipment. Roll carts and equipment into nearby rooms and areas so that evacuation will not be impeded.

E - Evacuate occupants. (Extinguish if the fire is small and you can safety do so). Physicians will accompany patients to relocated areas to assess medical needs. 

Do not fight the fire if:

· You don’t have adequate or appropriate equipment. 

· You might inhale toxic smoke.  

· Your instincts tell you not to.  

· The final rule is to always position yourself with an exit or means of escape at your back before you attempt to use an extinguisher to put out a fire.  

Fire Prevention - 

· Each employee should know their building’s compartmentalization procedures for containing smoke & fire.

· In the event of a fire, staff will utilize the R-A-C-E acronym, which includes operation of a portable fire extinguisher (P-A-S-S).

· In the event of a fire, only the charge nurse or the area supervisor has the authority to shut down medical gas valves.

· All proposed acquisitions must be reviewed and approved for fire safety.

· Every staff member should know his/her roles and responsibilities at a fire’s point of origin and away from a fire’s point of origin.

· Every staff member should know his/her roles and responsibilities in preparing for, and executing building evacuation.
GENERAL FACILITY SAFETY - MANAGEMENT OF THE ENVIRONMENT OF CARE
Safe Environment - Reference MCM 544-810 (See section on SECURITY for additional information)

· Hazard surveillance surveys are conducted by selected Environment of Care Committee members inspecting all patient care areas semi-annually and administrative areas annually.  

· Service Line Directors are responsible for ensuring identified survey deficiencies are abated promptly.

· Reporting procedures for incidents involving property damage, occupational illness, and injury to patients, staff, or visitors are described in Medical Center Memorandum 544-810.

· Every employee is required to know the safety risks associated with their specific job and the surrounding environment.  Some examples are: exposure to bloodborne pathogens and/or infectious waste, risks associated with equipment use, risks associated with the use of hazardous materials, etc.

Emergency Management - Reference MCM 544-840

· Medical Center Memorandum 544-840 addresses four phases of emergency management activities:

· mitigation,

· preparedness, 

· response, and

· recovery.

· During a disaster situation, staff is alerted to impending emergencies by the announcement of “Code D” via the overhead paging system.

· All staff is to be trained by their immediate supervisor of their responsibilities during a disaster.  Each service/service line is required to have a specific emergency plan.

· When disaster notification is given, unless you are assigned a specific task, staff is to report to their supervisor, who will assign them to the manpower pool.

· All staff should refer to the “Medical Center Emergency Preparedness Plan” to review the procedures for obtaining supplies and equipment during disasters and emergencies.  This plan is posted on the “Policies and Memoranda” web site.

Hazardous Materials and Waste - Reference Medical Center Memorandum 544-830

· A MSDS is an information bulletin that every manufacturer of hazardous materials is required to provide a consumer.  It contains information regarding the flammability hazards, health hazards and physical hazards of the product.  It can also list personal protective equipment to use, and spill precautions and procedures.

· Know the location of the MSDS binder in your work area, also the location of the master MSDS library (Safety Office).

· In case of a chemical spill, use the acronym S-W-I-M (Stop the spill, Warn others, Isolate the area, Minimize your exposure).

· For every secondary container that you pour chemicals into from the main container, you must place a hazardous materials identification system label on it.  This identifies the chemical and its hazards.

· Supervisors are required to provide every employee with training on Hazard Communication annually and whenever a new chemical is introduced into the work area.  Contact the Safety Office for assistance with training.

Security Management - Reference Medical Center Memorandum 544-820

· The purpose of the Secure Environment Management Plan is to establish and maintain security to protect patients, visitors, and staff at our Medical Center.  Personnel are responsible for learning and following Medical Center and section specific procedures for security related incidents.

· A “Code Adam” is called when a high-risk patient is missing.  Preventing elopement, locating and safeguarding high-risk missing patients is every employee’s responsibility.

· Personnel will immediately report suspicious activity, criminal activity, or security violations to the VA Police by dialing the police emergency telephone number 7911.  Work place violence (Code 10), or anticipated work place violence should be reported immediately by dialing 6555.

· The Security Management program provides direct and indirect support of patient safety by integrating functions with the Medical Center Patient Safety Program, including patient elopement procedures, actual patient searches, traffic control and enforcement, violence prevention, and enforcement of federal and state law on VA controlled properties.

Medical Equipment Management - Reference Medical Center Memorandum 544-860

· All medical equipment users are required to describe or demonstrate:

· Capabilities, limitations, and special applications of equipment.

· Operating and safety procedures for equipment use.

· Emergency procedures to follow in the event of equipment failure.

· Reasons to suspect that equipment may have problems are:

· Frayed wires or damaged plug

· Performance or operational malfunctions

· Expired preventive maintenance sticker

· All medical equipment problems, failures, or errors are to be reported to Biomedical Engineering at extension 7582.

· Users are responsible for ensuring equipment is safe and operable prior to use.  This includes checking the maintenance label to ensure the maintenance is current.  If the label is out of date, tag the equipment “out of service” and notify Biomed at 7582.

Utility Systems Management - Reference Medical Center Memorandum 544-870

· Each service line is required to have specific written utility failure plans.

· Utility system failures, problems, and errors should be reported by entering a work order, calling the work order desk at 7558, or notifying your supervisor.

· The emergency power system supplies power to alarm systems, exit and egress lighting, emergency communication systems, critical care areas and equipment and red outlets.

· All utility system users are required to know emergency procedures in the event of a system failure (see your service failure plan).

· All staff members are required to know the location and use of any applicable utility systems emergency shutoff controls.
INFECTION CONTROL

STANDARD PRECAUTIONS

· Standard Precautions include:

· barrier technique

· hand-washing

· sharps precautions

· The  precautions focus on body fluids; especially blood, known to transmit Hepatitis B and C virus, HIV, and other bloodborne agents or diseases.  

· The main objective is to provide protection against occupational exposure to, and infection from, bloodborne pathogens.


Stethoscopes Carry Bacteria

· Clean stethoscopes between patients with alcohol swab.

· Break the chain of transmission of bacteria from one patient to another.


Artificial nails have it, too!!

· Artificial nails can be deadly in healthcare.

· Infections caused by  Serratia marcesenes, yeasts, and Pseudomonas aeruginosa have been traced to artificial nails of healthcare workers.

ISOLATION PRECAUTIONS



AIRBORNE PRECAUTIONS: (Pink Sign) - for patients known or suspected to have serious illnesses transmitted by airborne droplet nuclei.  (Measles, Varicella, including Disseminated Zoster (Shingles), and Tuberculosis).

DROPLET PRECAUTIONS: (Orange Sign) - for patients known or suspected to have serious illnesses transmitted by large particle droplets.  (H. influenza Type B disease - Meningitis, Pneumonia, Epiglottis, and Sepsis).

CONTACT PRECAUTIONS:  (Green Sign) - for patients known or suspected to have serious illnesses easily transmitted by direct patient contact or by contact with items in the patient’s environment.  (GI< Respiratory, Skin, Wound infections, or Colonization with MRSA, VRE, C. difficile, Shigella, Hepatitis A, or Rotovirus, Skin Infections, Abscesses, Cellulitis, or Decubiti, Scabies, Zoster (disseminated or in the immune compromised host, and Viral/Hemorrhagic Conjunctivitis.)

BARRIER PRECAUTIONS:

· GLOVES:  Must be of appropriate size, available in a hypoallergenic type or designed to minimize allergic reactions, and disposable.  No washing or disinfecting of patient care gloves for reuse.  General utility gloves or rubber gloves may be used provided there are no signs of deterioration

· MASKS AND PROTECTIVE EYEWEAR:  Must be designed to cover the nose, eyes and mouth.  

· GOWNS AND APRONS:  Are required when the spraying or spatting of blood or body fluids is anticipated. 


· All ITEMS OF PERSONAL PROTECTIVE EQUIPMENT MUST BE REMOVED PRIOR TO LEAVING THE WORK AREA.

INFECTIOUS WASTES

· Red bags are used for disposal of infectious trash and removed from the units by Infrastructure-Housekeeping personnel.  The clear bags are used for disposal of general trash. Please dispose your trash APPROPRIATELY.  

· The biohazard sign is the label used to indicate infectious waste.  

EXPOSURE CONTROL PLAN

· The post exposure protocol includes:

· Hepatitis B and C Screen and Hepatitis B Vaccine if indicated 

· Accellerated HIV test (Ora Quick) (SUDS) - source  patient

· HIV Assay Test – employee

· Triple Drug Therapy (As advised by the physician)

· PEP counseling and follow up

· Documentation into your employee health record

· Residents and Medical Students will be treated emergently and referred to Palmetto Health – Healthworks

· The PUBLIC HEALTH SERVICE recommends the use of Post Exposure Prophylaxis (PEP). If  the patient is known to be HIV positive, you will be offered PEP.  This prophylaxis must be taken for four weeks to reduce the chance that you will convert to a positive HIV status. 

· For best results, PEP treatment should be administered within ONE HOUR of the exposure.

· Risks to taking PEP include:

· Nausea and vomiting

· Bone marrow depression  -  Potential for leukemia

· If pregnant, could cause adverse conditions on the fetus including death

EXPOSURE CONTROL PLAN

· You may access the DORN VAMC Exposure Control Plan # 544-812-1 through the DORN VAMC Web Site Infection Control Manual. 

·  PEP forms are also available as attachments to the Exposure Control Plan.

TRAINING AND EDUCATION

· OSHA recognizes that having a professional degree or other credentials does not necessarily ensure that the individual is adequately familiar with all the provisions of the bloodborne pathogens standard.  

· The physician and every level of employee, regardless of previous training and background, MUST complete annual infection control training as specified OSHA guidelines! 

CONCLUSION

Should you have questions, contact the Office of Infection Control @ Ext. 7731 or page #348.



PATIENT RIGHTS & RESPONSIBILITIES
The Department of Veterans Affairs (VA) respects  the rights of the patient, shall assist the patient in the exercise of his/her rights, and shall inform the patient of any  responsibilities incumbent upon him/her in the exercise of those rights.  The following list of patient rights is ensured for each patient, unless medically contradicted.  Patients have the right to present grievances if they feel these rights have not been provided.

Respect and Nondiscrimination

· Each patient will be treated with dignity, compassion, and respect as an individual.  His/her privacy will be protected.  He/she will receive care in a safe environment.  We will seek to honor their personal and religious values.

· Patients have the right to keep and spend their own money and the right to request and receive an accounting of VA-held funds

· Treatment will respect the patient's personal freedoms.  In rare cases, the use of medication and physical restraints may be used if all other efforts to keep the patient or others free from harm have not worked.

· As an inpatient or long-term care resident, patients may wear their own clothes and keep personal items.  This depends upon their medical condition.

· As an inpatient or long-term care resident, patients have the right to social interaction and regular exercise.  They will have the opportunity for religious worships and spiritual support.  Patients may decide whether to participate/not participate in these activities.  They may decide whether or not to perform tasks in or for the Medical Center.

· As an inpatient or long-term care resident, patients have the right to communicate freely and privately with persons outside the facility.  They may have or refuse visitors.  They will have access to public telephones to make and receive calls.

· As a long-term care resident, a patient can organize and take part in resident groups in the facility.  His/her family also can meet with the families of other residents.

· In order to provide a safe treatment environment for all patients, individuals are asked to respect other patients and staff and to follow the facility’s rules.  They are to avoid unsafe acts that place others at risk for accidents or injuries.  Patients are to immediately report any condition they believe to be unsafe. 

Information Disclosure and Confidentiality

· Patients will be given information about the health benefits they can receive.  The information will be provided in a way they can understand.

· Patients will receive information about the costs of their care, if any, before they are treated.  Patients are responsible for paying their portion of the costs associated with their care.

· Patients' medical records will be confidential.  Information about a patient will not be released without his/her consent, unless authorized by law (i.e., state public health reporting).  Patients have the right to information in their medical record and may request a copy of their records.  This will be provided, except in rare situations where the patient's VA physician feels the information would be harmful to the patient.  In that situation, the patient has the right to discuss with his VA provider.

· Patients will be informed of any injuries caused by their medical care.  They will be informed about how to request compensation for injuries.

Participation in Treatment Decision:

· Patients, and any persons they choose, will be involved in decisions about their care.  As a partner in the healthcare process, patients have the right to be educated about their role and responsibilities as a patient, for the safe delivery of care.  This includes care at the end of life.

· Patients will be given, in writing, the name and professional title of the provider in charge of their care.  Patients will be given information they can understand about benefits and risks of treatment.  They will be given other options.  Patients can agree to or refuse treatment, and refusing treatment will not affect their rights to future care.

· Patients should tell their provider about their current condition, medicines (including over-the-counter and herbals), and medical history.  They should also share any other information that affects their health.  Patients should ask questions when they do not understand something about their care.  This will help in providing them the best care possible.

· Patients have the right to have their pain assessed and to receive treatment to manage their pain.  Each patient and his/her treatment team will develop a pain management plan together.  The patient is expected to help the treatment team by telling them if he/she has pain and if the treatment is working.

· Patients have the right to choose whether they will/will not participate in any research project.  Any research will be clearly identified.  Potential risks of the research will be identified, and there will be no pressure on patients to participate.

· Patients will be included in resolving any ethical issues about their care.  They may consult with the Medical Center’s Ethics Committee and/or other staff knowledgeable about health care ethics.

· If a patient or the Medical Center believes that the patient has been neglected, abused or exploited, the patient will receive help.

Complaints

· Patients are encouraged and expected to seek help from their treatment team and/or patient advocate if they have problems or compliments.  They will be given understandable information about the complimentary process available to them.  They may complain verbally or in writing, without fear of retaliation.

· Service line directors/service chiefs are responsible for ensuring that individual staff members assigned to their service line/service have access to this medical center memorandum and are familiar with its contents.  This should be documented on Line 11 of VA Form 5-4092, “Guide for Orientation of New Employees,” which is maintained in Human Resources in the employee’s official personnel folder.  Additionally, these responsibilities should be discussed with employees annually as a part of their performance appraisal.

Patients will receive a copy of “Patient Rights and Responsibilities” (attached) from the Health Administration Service staff upon enrollment in the VA Healthcare system or at the time of admission through Acute Hospital Services staff.
PATIENT SAFETY 
The goal of the Patient Safety Program is to create a culture of safety where:

· Patient safety is a priority

· Communication is open and honest

· Error reporting is easy and non-punitive

· Corrective actions are evident

What is an Adverse Event?  An untoward event such as: 

· Patient fall

· Medication error

· Elopement (missing patient)

· Wrong procedure performed on the wrong patient’

· Delay in treatment

· Suicide attempt or gesture

When Adverse Events Occur:
· Patient care and the patient’s response to treatment must be documented in the medical record even in the event of an adverse outcome

· Physicians should inform the patient of any adverse event that occurs while they are receiving care

What is a Sentinel Event?

· An unanticipated adverse event or unexpected occurrence involving death, serious physical or psychological injury, or risk thereof  

As defined by the JCAHO, the following are Sentinel Events:
· Death resulting from a medication or other treatment error

· Suicide of a patient in a round-the-clock setting

· Surgery on the wrong patient or body part

· Hemolytic transfusion reaction

· Unanticipated death resulting from an health care-acquired infection

What is a Close Call?
· Could have resulted in an accident, injury or illness, but did not

· Also known as “near miss”

· Should be investigated with the same level of scrutiny as events that result in injury

Example:  Surgery almost performed on the wrong patient due to lapses in verification of patient ID, but caught at last minute by chance.

What Are Intentional Unsafe Acts?     Adverse event that results from:

· criminal act

· purposefully unsafe act 

· related to alcohol or substance abuse

· impaired provider/staff

· alleged patient abuse

What is the Patient Safety Reporting System (PSRS)?
· A learning program development by VHA in collaboration with NASA to encourage reporting of adverse events and close calls.

· Participation is voluntary, confidential and non-punitive

· PSRS brochures are posted throughout the medical center for your convenience.

· Does not replace our own reporting system.

How can you improve Patient Safety?

· Observe your work environment for patient safety issues

· Report adverse events and close calls  by calling the Anonymous Hotline ext 7964

· Report unsafe conditions to your supervisor or patient safety officer

The Whole Point Is:
· To help us take the best care of patients now & in the future

· by developing action plans to make things better

· and moving “beyond blame”

JCAHO NATIONAL PATIENT SAFETY GOALS

Goal #1:  Improve the accuracy of patient identification.
Goal #2:  Improve the effectiveness of communication among caregivers. 

Goal #3:  Improve the use of medications.

Goal #4:  Eliminate wrong-site, wrong-patient, wrong-procedure surgery.

Goal #5:  Improve the safety of using infusion pumps.  

Goal #6:  Improve the effectiveness of clinical alarm systems.

Goal #7: Reduce the risk of health care acquired infections.

Goal #8: Accurately & completely reconcile medications across continuum of care

Goal #9:  Reduce risk of patient harm resulting from falls

Goal #10:  Reduce the risk of influenza and pneumococcal disease in older adults.

Goal # 11: Reduce the risk of surgical fires

Goal # 12: Implementation of applicable NPS Goals and associated requirements by components and practitioner sites (i.e. consultants, contractors & other agreements).

Goal # 13:  Encourage the active involvement of patients and their families in the patient's care as a patient safety strategy.

Goal # 14: Prevent health care-associated pressure ulcers.  (Applicable long term care)


Anonymous Reporting for Patient Incidents and Medication Errors


         




PREVENTION OF SEXUAL HARASSMENT

To Report Allegations of Sexual Harassment, Contact an EEO

Counselor (1-888-737-3361) or Contact Your Local EEO Office (Extension 7095)

TDD:
1-888-626-9008 (Monday – Friday, 9:00 a.m. – 5:30 p.m. EST)

It is the policy of the VHA to maintain a work environment free from sexual harassment and intimidation. Sexual harassment is unacceptable conduct in the workplace and will not be tolerated.  It has been mandated, as part of the Title VII Civil Rights Act of 1964, that each and every working person has the legal right to work in an environment free from harassment on the basis of sex.

Unwelcome sexual advances, requests for sexual favors, and other verbal or physical conduct of a sexual nature constitute sexual harassment when  (1)  submission to such conduct is made either explicitly or implicitly a term or condition of an individual’s employment,  (2)  submission to or rejection of such conduct by an individual is used as basis for employment decisions affecting such individual, or  (3)  such conduct has the purpose or effect of unreasonably interfering with an individual’s work performance or creating an intimidating, hostile, or offensive working environment.

The most serious infringement is that of Quid Pro Quo harassment.  That is, when a person in a position of power over another offers to trade an employment benefit for a sexual favor.  

THE KEY WORD IS “UNWELCOME”

The key word in defining sexual harassment is “UNWELCOME”.  When any unwanted, unwelcome, or unsolicited sexual conduct is imposed on a person who regards it as offensive or unwanted, it is sexual harassment.  When a person communicates that the conduct is unwelcome, it becomes illegal.  Even if the conduct is implicit in nature—hidden in subtlety or innuendo—as long as it is unwelcome, it is unlawful.

Sexual harassment is not usually an expression of sexual desire or sexuality, but a problem of inappropriate use of power.  The majority of complaints involve subtle forms of harassment, sexual remarks, and offhand comments disguised as social interactions.  These subtle infringements are the hardest to detect and accept as sexual harassment, but can be just as damaging and just as illegal.

The guidelines also cite hostile-environment harassment as illegal.  Hostile-environment harassment is any lewd sexual conduct, pictures, words, and/or touching which interferes with a person’s job performance, or creates an intimidating, offensive working environment even if there is no occurrence of tangible or economic loss.

It is important to note that although the EEOC guidelines are meant to protect individuals from sexual harassment, they are not meant to be an option for solving minor problems.  Unless the conduct is quite severe, a single incident or remark does not generally create a hostile environment.  The conduct must substantially affect the work environment of a “reasonable” person to be considered harassment.  The exception is that a single incident of touching a person in an unacceptable place is usually considered offensive enough to be labeled sexual harassment.

THINGS YOU SHOULD KNOW

Individuals of any sex, age, race, and marital status and on any job can be a victim of unwanted sexual advances or attention.

The VA Medical Center can be held responsible if the harassment is by non-employees who are temporarily at your place of work or by coworkers if you have informed a supervisor of the incident and the VA Medical Center has failed to take immediate and appropriate action.

The VA Medical Center has a responsibility to maintain a work environment free of sexual harassment and intimidation.  Over 78% of the individuals who alleged sexual harassment were harassed by a coworker or an employee without supervisory authority.  Some individuals are more likely than others to be victims of sexual harassment.  While both men and women have been victims of sexual harassment, women are still far more likely to be at risk.

The VA Medical Center is also under a duty to try to prevent sexual discrimination and harassment on the job.  Employers are responsible for acts of sexual harassment in the workplace where the employer, or its agents or supervisory employees, knows or should have known of the illegal conduct.

WHAT TO DO IF YOU ARE THE VICTIM OF SEXUAL HARASSMENT

Tell the harasser that the behavior is unwanted, unwelcome and unsolicited.

Keep a record of any instances of harassment such as dates, places, times, comments, your responses, and witnesses.  Also keep a record of follow-up actions.

Ask coworkers if they observed the behavior or are aware of similar behavior.

Tell your manager, supervisor or someone else about the incident.  If the harasser is your supervisor, inform a higher-level supervisor.

Contact an EEO Counselor, your supervisor, the EEO Manager, or the Human Resource Management Department within 45 calendar days of the incident.
PRIVACY AWARENESS - HIPAA
The Veterans Health Administration requires annual privacy training for everyone having access to protected health information in the performance of official duties and/or training. Successful completion of this training includes the understanding of and compliance with federal laws governing the collection, maintenance and release of information from VHA records. In addition to the information contained herein, please review Dorn VA Medical Center Memorandum 544-1023, Patient Privacy, Confidentiality and Release of Information (available on the Dorn Web Page). The privacy officer for this facility is Barbara Toole, Chief, HIMS, and she can be reached at extension 6270.

Minimum Necessary Standard
Federal privacy laws require VA employees to limit the use, disclosure of, and requests for, protected health information to the minimum amount necessary to complete their official VA duties. Information can not be obtained or given out for reasons other than specific treatment, payment and/or health care operation purposes.

Patient Privacy Rights

Patients have the following rights, as granted by the Privacy Act and HIPAA Privacy Rule:

· Receive a copy of VHA Notice of Privacy Practices

· Receive a copy of their own individually identifiable information

· Request an amendment to personal records

· Request restriction of use or disclosure of records

· Request and receive communications confidentially by an alternative means or at an alternative location

· Request and receive a copy of all disclosures from personal records

· When admitted, can opt out of the inpatient directory

Inpatient Directory

During the admission process, each patient is asked if he or she wishes to be excluded from the inpatient directory. If the patient opts out of the inpatient directory, the medical center staff will not be able to provide information to visitors or callers concerning whether a patient is an inpatient at this facility. This includes family, friends, colleagues, deliveries (i.e. flowers, cards) or anyone asking about the patient. 

Internal Use of Protected Health Information (within VHA)

Individually-identifiable information may be used without the authorization of the individual on a need to know basis within VHA for purposes of treatment, payment and/or health care operations. The following entities may also have access to information without individual authorization:

· Veterans Benefit Administration (VBA) for use in the determination of eligibility for, or entitlement to, benefits

· General Counsel for the purposes of treatment, payment and/or health care operations

· VA contractors for the purpose of the contractors performing a service under the contract related to VA treatment, payment and/or health care operations (all contract requirements must be met)

· Other non-VA health care facilities for treatment upon receipt of a written or faxed request

Note: If 38 USC 7332 applies (i.e. individuals treated for substance abuse, HIV infection, sickle-cell anemia), a special authorization signed by the individual is required prior to the release to non-VA health care facilities (unless information is needed on an emergent basis) and other outside contractors.

Release of Information to Next-of-Kin and Significant Others

VHA employees may disclose the following information to the next of kin, family or significant others without prior written authorization:

· General information on the individual’s condition and location if in the Inpatient Directory

· Individually-identifiable information, including health information, when in the presence of the individual

· Individually-identifiable information, including health information, outside the presence of the individual when it is determined that the disclosure is in the best interst of the individual

· HIV and Hepatitis C status may be disclosed to the individual’s spose or sexual partner if certain conditions are met

External Use of Protected Health Information (outside VHA)

A written authorization signed by the individual to whom the information or record pertains is required when VA health care facilities:

· Need to utilize individually-identifiable health information for a purpose other than treatment, payment, and/or health operations and other authority dies not exist

· Disclosure information for any purpose where other legal authority dies not exist

· To conduct marketing

An authorization may be given on VA Form 10-5345, Request for and Authorization to Release of Protected Information, or in correspondence with a release signed by the individual. The Privacy Officer or Release of Information Office (136D) staff must be notified of all disclosures.

Penalties

Individuals who are convicted of knowingly and willfully violating privacy provisions may incur: 

· Privacy Act: Misdemeanor charge and fined not more than $5000.

· 38 USC 7332: Fined not more than $5000 (first offense) $20,000 (subsequent offenses)

·  HIPAA: Fined not more than $50,000, imprisoned not more than one year, or both

In addition to statutory penalties, administrative, disciplinary or other adverse actions (i.e. admonishment, reprimand, and/or termination) may be taken against the employee.


SECURE ENVIRONMENT 

Dorn VAMC is committed to providing a safe, secure, and therapeutic environment at its main facility and off-facility program sites for all patients, staff and visitors.  The secure environment program is designed to support patient safety and effective care by providing reliable information that allows facility management and staff to make better security decisions and to evaluate key issues and opportunities for improvement of security performance.       

The Environment of Care Subcouncil monitors training and competence of staff and assesses conditions of physical plant, grounds, and equipment through building inspections, environmental rounds, security inspections and various performance improvement initiatives:  

· Uniformed, visible VA Police presence in the facility leads to a reduction in security incidents and to a feeling of greater security by patients, staff and visitors.

· Ongoing assessments of risks and ongoing programs of patrolling to identify risks and problems permit timely responses to developing incidents and are key in reducing crime , injury and security incidents.

· Documentation and analysis of events and incidents identify common causes, trends, and patterns that predict and prevent crime, injury and other incidents.

· Training of the Dorn VAMC Police and facility staff is critical to their performance.  Staff are trained to recognize and to immediately report potential and actual security incidents.  Staff in security sensitive areas are trained about protective measures designed for those areas and their responsibilities to assist in protection of patients, staff, visitors, and property.

· Policies and procedures are in place to guide the VA Police Officers and staff in their roles and responsibilities for responding to a variety of emergencies and security incidents.  

· There are protocols and education programs that address a safe, secure, and therapeutic environment.      

· The security program establishes processes to reduce the occurrence, the probability, and the effects of person to person violence.  

IDENTIFICATION BADGES:
All employees, including PAID, Without Compensation (WOC), students, contractors and volunteers and Compensation Work Therapy (CWT), are required to wear identification while on duty.  The badge will be worn at all times with the photo facing outward when on duty and/or reporting for duty on medical center grounds. It will be affixed in a visible manner with the entire badge above waist level.  VA Police Officers will question all employees who are not in possession of their badge.  Any employee who does not possess a valid VA ID badge will not be granted access into secured areas.  Loaning or borrowing identification badges is strictly prohibited and may result in disciplinary action.

VA POLICE:

VA Police is the primary law enforcement agency at this facility.  This facility and all personnel hereon are subject to city, state, and federal, laws and regulations.  VA Police will secure all public areas at previously published times.  VA Police will also apply appropriate crime prevention techniques throughout the medical center and will ensure that administrative areas have been secured.  Each service line/service/section will secure its area at the end of its normal workday or whenever there are no employees present.

VA Police responsibilities do not include duties which divert from law enforcement and security, i.e., locking and unlocking doors (unless in an emergency situation or direct patient care is affected), delivering packages, supplies or mail, or securing wheelchairs.  However, the police officer will provide assistance under circumstances where good judgment would warrant such action.

EMPLOYEE PARKING:

All employees, including consultants, attending physicians, trainees, volunteers and temporary employees shall register and identify privately owned vehicles which they desire to park on the medical center grounds.  The registration decal furnished by the VA Police must be affixed to the LEFT REAR BUMPER or LOWER LEFT REAR WINDOW so that the decal will be visible to VA Police.  When an employee or trainee terminates his/her employment with the medical center, the parking decal must be removed from the vehicle(s) before final clearance from this station is completed.

Parking areas for employees and visitors are normally located a short distance from the main buildings.  These areas, as well as walkways to and from these areas, are well lighted; however, there are some temporary areas, which are quite distant and unlighted.  In any event, there always exists a possibility of attack unless proper precautions are taken.                                       

Anyone departing the main buildings after dark is encouraged to contact the VA Police for an escort.  Escorts will be provided, and transportation may also be provided when an employee has parked a long distance from the main buildings.
VIOLENCE PREVENTION AWARENESS
Many of us who work in health care have personal experiences of violence in the work place.  How many of you have had personal experiences?  How many have friends who were attached or threatened?  This is not a rare event.  This affects all of us.  Because you work in a health care facility, you may be at increased risk of becoming a victim of violence.  More assaults occur today in health care and social service settings than in any other!  Don't panic!  There are things that you can do to minimize your risk of becoming a victim.  And with early management, many potentially violent situations can be defused!

Potential for Violence

The key steps in minimizing the potential for violence are:  prevention, early intervention; and getting assistance.  The first step in preventing violence is to recognize it.  Some types of violence are easy to identify – like a fist fight that causes physical injury. Other types of violence are less obvious – like subtle threats that cause fear and uncertainty.  A VIOLENT PERSON is one who acts or has acted in such a way as to produce harm or destruction.

Every person, given the right set of circumstances, has the potential for violence.
Violence Assessment
Now that you know what violence is, you need to assess for potential violence by using a 3-step assessment process:

1. Self-assessment:   Stop and take a few minutes to see yourself as others do. Ask yourself:

· What is my tone of voice conveying?  

· What is my posture saying?  .

· Am I wearing anything that could be used as a weapon (or used to hurt me or someone else)?

· Am I feeling personally attacked?  

2.   Assessing for warning signs:  Assess the person that is speaking to you.  Are they:
· Pacing
· Appearing grim and defiant
· Slamming doors
· Advancing and retreating from staff
· Pushing furniture
· Clenching their fists
· Talking in a raised voice

· Challenging staff

· Claiming mistreatment

· Acting suspicious

· Exhibiting bizarre thoughts or behavior
If you see any of these signs, be alert.  These are warning signs of increasing anxiety.  Something will need to be done to defuse the situation.

3.  Environmental assessment:  Environmental factors contribute to frustrations, which result in violence.  Take a look at yours.  Do you see:
· Confusion/Noise

· An audience

· Potential weapons

· Overcrowding

· Understaffed areas

By doing what you can to minimize these factors, you also reduce the chances of violent episodes.

Minimizing Exposure

Here are some steps that you can take to minimize your risk of exposure to violent episodes.

Non-verbal interventions are often quite successful in dealing with irate persons.

· Use active listening

· Establish trust

· Give non-verbal responses

· Use reflective listening

· Don't be confrontational or challenging

· Avoid power struggles

· Convey calmness

· Project empathy

· Respect their personal space

· Convey a willingness to help

· Convey that you are in control

· Demonstrate supportive body language
Understanding the person's motivation behind the behavior can help in assessing the potential for violence.  Some motivations are:
· Fear

· Anger

· Frustration

· Manipulation

· Intimidation

· Pain and/or illness

In the medical center setting, we do many things that may cause people to react with fear, anger, or frustration.  Pay attention to these critical areas:

*   Lack of privacy



*    Loss of autonomy

*   Loss of control




*    Fear of pain

*   Loss of dignity




*    Frustration with the system

*   Loss of identity

Responding to Violent Behavior 

If you find yourself in a situation where violence is possible, what should you do?

· First – stay calm.  By assessing the situation, you are well prepared.

· Now think – Do you know where your exits are?  Where your team is?

· Alert fellow staff members – You may need to alert your fellow staff members that the potential for a violent episode exists.

· Perhaps you have already decided on a code word that indicates trouble; or you could have a red sticker on your telephone with extension 6555 for dialing a behavioral emergency.

· You and your colleagues can discuss what signaling system would work best in your area.  Decide on one BEFORE you need it.

In a behavioral emergency, call a Code 10 by dialing extension 6555. Sometimes, just the

presence of our VA Police alone will defuse a situation.  If not, they will be there to help if the situation gets worse.  Give your name and the location of the incident, and be sure to tell them what is happening.

Remember Prevention is the key!

CODE 5:  In case of CARDIAC ARREST:  Dial 6555   
Tell Operator "Code 5"    

State location and room number.  Operator pages code team.

In case of a pediatric code, please state, "Pediatric Code" so the operator can alert the code team to bring the pediatric ambu bags.

CODE 10:  In case of DISTURBED/VIOLENT BEHAVIOR:  Dial 6555   
Tell Operator “Code 10”  State location and room number.  Operator announces “Code 10” and notifies police and special team to take control of the situation.

CODE ADAM:  In case of LOST PATIENT:  Dial 6555 
Tell operator, "Code Adam"
State location and send a representative from each floor to the Security Office in the basement for assignment to a search area.

CODE GREY:  In case of a SEVERE WEATHER or TORNADO WARNING, the telephone operator will announce “Code Grey” over the hospital emergency communication system.  All personnel should be moved away from windows and all other glassed-in areas.  Please refer to Medical Center Memorandum 544-841 "CODE GREY” - SEVERE WEATHER AND TORNADO WARNING for appropriate procedures.


CODE RED:  In case of FIRE:  Dial 6555 and activate the pull box located at each exit.

State location     Operator announces “Code Red” on the intercom.
Information about the location of fires and/or fire drills is communicated via a series of bells and flashing strobe lights.  Additional information as well as evacuation routes are found on the Fire Alarm Information Chart on every unit.  Impromptu unit fire drills are held at intervals.

CODE D:  In the event of a disaster, the operator announces “Code D – Internal” or Code D – External on the intercom. You should receive information on appropriate responses during your service orientation.
Internal: An emergency condition on the campus that endangers the well-being and safety of patients, visitors, staff, property, or records. Generally involves five or fewer victims.   Code D and the location will be announced on the overhead paging system. 

 

External:  An emergency condition occurring off campus that endangers the well being and safety of patients, visitors, employees, property, records and/or that of the community to the extent that partial full participation of the staff may be required.  Involves more than five victims.  Code D will be announced on the overhead paging system.

In case of OTHER SECURITY CONCERNS contact the VA Police:


For emergencies:  Dial 7911         
For non-emergencies: Dial 6804
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Research studies show that an upset customer/patient tells on the average 11 other people about an unhappy experience. These 11 may tell an average of 5 others each.  Now you know why bad news travels fast. On the other hand, if a patient is happy with your service, he/she will tell 3 others.





Remember the Golden Rule... "Do unto others as you would have them do unto you."





Information Security Do's and Don'ts:





DO...


Log off before you leave any computer


Use VA resources for official purposes


Protect sensitive information


Respect privacy


Back- up your data


Become alert to potential abuses and fraud


Report suspicious activity immediately





DO NOT...


Share your access codes and passwords


Use someone else's access codes and passwords


Use unapproved software


Eat or Drink around computer equipment


Abuse government resources


Attempt to bypass logon procedures





If you have questions about computer security in VA and your responsibilities as an employee, contact your supervisor or Information Security Officer (ISO), Ms. Donna Mills – ext. 6383. 





The Medical Center Safety Officer is Vincent Perry, extension 6050.





The most common method of transmission is on the hands of the health care worker. 





Wearing gloves 


is not a substitute for handwashing. 





You must 


wash your hands 


before and after removing gloves!!








Please Remember:    Wash your hands!





Dial 7964 


You will receive 3 options:


1 – to report a medication error


2 – to report any other type of incident


3 – to report a rumor you heard





1.  Patient Name & Last 4 SSN #


2.  Summary of what happened


3.  Patients Diagnoses


4.  Location of incident


5.  Time & date of incident


*6. For Med. Errors


      -Drug name


      -Type of Error


7.  Describe the outcome 


8.  List steps taken or treatment required


9.  Was the incident preventable?  If yes, How?


10. Was a medical practitioner notified? 





�





For questions contact:





 Saundra Robertson, RN, MN


Patient Safety Officer 


Ext. 6022/pgr 722








Privacy Do’s and Don’t’s:


DO…


- Use private areas or a low tone of voice when discussing patient health information


- Dispose of patient information by placing it in locked recycling bins


- Ask patients to call back for information rather than leaving it on an answering machine


- Release only the minimum necessary information to suit the request


DO NOT…


- Access medical records of veterans relatives, neighbors, and/or coworkers for personal reasons


- Discuss patient health information with individuals without a “need to know”


- Send VistA or Outlook messages containing protected health information outside VHA


- Disclose any information about an “Opted Out” patient to anyone, including non-VA clergy, colleagues, family, or friends.





If you have questions about VA privacy and your responsibilities as an employee, 


contact your supervisor or Dorn’s Privacy Officer, Barbara Toole, at extension 6270.








EMERGENCY NUMBERS


VA POLICE	7911	FIRE	6555


CARDIAC ARREST	6555	OPERATOR (Emergency Only)	6555
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