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1.0 PURPOSE
The purpose of the Integrated Fund Distribution, Control Point Activity, Accounting and Procurement (IFCAP) Replacement Development task order is to design, develop, and test the IFAS components that replace portions of IFCAP, the integration between IFAS and the Strategic Asset Management (SAM) system, and the interfaces between IFAS and the Veteran’s (Health) Information Systems & Technology Architecture (VistA) applications that will replace the interfaces between IFCAP and the VistA applications.
2.0 BACKGROUND
The Basic Indefinite Delivery/Indefinite Quantity (ID/IQ) Contract Number (TBD), Section J, Attachment 1 (Statement of Work) Section 1 contains the background information associated with the Integrated Financial Accounting System (IFAS) project that is also applicable to the proposed task order.  This Background information will not be repeated in the Statement of Objectives (SOO). 
In addition, the following is provided as background information:

IFCAP is the decentralized procurement, funds control, and front-end transactional system used at the VA Medical Centers and certain Regional and Administrative Offices.  It integrates the functions of Fiscal Service, Acquisition and Logistics, and other VA Medical Center services that request supplies and services.  VA uses IFCAP to fund service-level budgets, maintain records of available funds, order goods and services, check the status of requests, record the receipt of items into the warehouse, and generate the transactions for the financial management system to pay vendors.
IFCAP has the following components:
· FUNDS DISTRIBUTION allows Fiscal Service to establish Fund Control Points and track funding for budget purposes.
· CONTROL POINT ACTIVITY automates the preparation of requests, the electronic transmission of requests to Acquisition and Logistics and Fiscal Services and the bookkeeping processes within a service.
· PROCUREMENT allows Acquisition and Logistics to transfer IFCAP-generated requests to requisition, purchase orders, process receiving documents in the warehouse, and create and transmit code sheets to Financial Management System (FMS).
· ACCOUNTING automates the creation of code sheets, handles the processing of certified invoices, and facilitates the electronic transmission of code sheets and receiving documents to FMS.  In addition, IFCAP transfers obligation information back to the Control Point and updates the Control Point balance automatically.
· INVENTORY permits services to maintain site specific on-line primary inventories and establish stock levels, record the distribution of goods to secondary location(s), and automatically generate IFCAP requests for replenishment purposes.  Secondary locations may maintain their own inventories if they wish.  The Generic Inventory Package (GIP) is used to track all types of supplies, including medical and surgical, other than prosthetics at VHA.  It is an IFCAP package.  Inventory/GIP will be replaced by SAM.
· Request for Quotation (RFQ) enables the Purchasing Agent (PA) or Contracting Officer to create a RFQ, evaluate bids, award the order, and generate the purchase order.  Using IFCAP and the Electronic Data Interchange (EDI) functionality, the PA can electronically send the RFQ to one or many vendors and receive the bids electronically
· PURCHASE CARD permits users at Service level and in Acquisition and Logistics to generate purchase orders against assigned credit card(s).  Charges are passed electronically from the Austin Credit Card System (CCS) to IFCAP and users reconcile payments with IFCAP Purchase Orders.  The assigned Approving Official then approves reconciled orders.  The local IFCAP Purchase Card Registration file is maintained by the station‑designated Purchase Card Coordinator.  There are many reports that provide data on the status of the purchase card orders and timeliness of the reconciliation and approval processes. 
· DELIVERY ORDERS permit users to generate purchase orders for contract items at the service level.  Using switches that are site configurable, orders can bypass the finance office review and approval process and be obligated at time of signing by service-level staff, provided funds are available.
3.0 SCOPE OF WORK
The contractor shall furnish all personnel, facilities, services, materials, supplies, travel and otherwise perform all actions necessary to design, develop, and test the IFAS components that replace the IFCAP functionality listed in Section 5.1, the integration between IFAS and SAM, and the interfaces between IFAS and the VistA applications, leading to a pilot, which is contemplated as a separate future task order.  
4.0 REFERENCE AND REQUIREMENTS DOCUMENTS
The reference and requirements documents applicable to the proposed task order are the following:

· Section 508 of the Rehabilitation Act of 1973 accessibility requirements 
· Section J, Attachment 2 of the Basic ID/IQ Contract, IFAS Technical Architecture Requirements
· Section J, Attachment 3 of the Basic ID/IQ Contract, IFAS Baseline Security Requirements
· Section J, Attachment 4 of the Basic ID/IQ Contract, IFAS Business Requirements
· Section J, Attachment 5 of the Basic ID/IQ Contract, IFAS Integration Requirements
· IFAS Rollout Plan (contained in the IFAS Acquisition Reference Library)
· IFAS Data Migration Guide (contained in the IFAS Acquisition Reference Library)
· Financial and Logistics Integrated Technology Enterprise (FLITE) Organizational Change Management Strategy (contained in the IFAS Acquisition Reference Library)
· FLITE Training Strategy (contained in the IFAS Acquisition Reference Library)
· VA IT Program Management Framework, Milestone Review Process, November 4, 2007 (contained in the IFAS Acquisition Reference Library)
5.0 Performance objectives and outcomes
5.1 Objective 1:
The contractor shall design, develop, configure, and test the IFAS functionality needed to replace the IFCAP components that address the following business processes:

· Procure to pay

· Purchasing

· Budget execution

· Travel

· Vendor management
· Order to cash

· Accounts receivables and debt management

· Reimbursables
· Acquire to retire

· Fixed asset accounting

· Construction

· Deferred Maintenance
These business processes are described in Section J, Attachment 4 of the Basic ID/IQ Contract, IFAS Business Requirements.
5.1.1 Outcomes associated with Objective 1:
The fully tested IFAS functionality that addresses the business processes described in Section 5.1, in preparation for the IFCAP Replacement Pilot, which will be performed under a future separate task order.
5.2 Objective 2: 
The contractor shall design, develop, configure, and test the integration between IFAS and SAM, as described in Section J, Attachment 5 of the Basic ID/IQ Contract, IFAS Integration Requirements.
5.2.1 Outcome associated with Objective 2:
The fully tested integration of SAM and IFAS, in preparation for the IFCAP Replacement Pilot, which will be performed under a future separate task order.
5.3 Objective 3:
The contractor shall design, develop, and test the interfaces between IFAS and the VistA applications, as described in Section J, Attachment 5 of the Basic ID/IQ Contract, IFAS Integration Requirements.
5.3.1 Outcome associated with Objective 3:

The fully tested interfaces between IFAS and the VistA applications, in preparation for the IFCAP Replacement Pilot, which will be performed under a future separate task order.
5.4 Objective 4: 
The contractor shall design, develop, and test the interfaces between the IFAS vendor file and other secondary systems, including FEE and the Health Administration Center (HAC), as described in Section J, Attachment 5 of the Basic ID/IQ Contract, IFAS Integration Requirements.
5.4.1 Outcome associated with Objective 4:
The fully tested interfaces between the IFAS vendor file and the other secondary systems, in preparation for the IFCAP Replacement Pilot, which will be performed under a future separate task order.
5.5 Objective 5: 
Develop training plan and materials for the business processes listed in Section 5.1. Support the FLITE Organizational Change Management (OCM) contractor in organizational change management activities, as referenced in the FLITE Organizational Change Management Strategy.
5.5.1 Outcomes associated with Objective 5:

The training plan and materials, in preparation for delivery of training during the IFCAP Replacement Pilot, which will be performed under a separate future task order.

5.6 Objective 6: 
Provide documentation covering software configuration, technical specifications, system interface descriptions, certification and accreditation package, user manuals, and any source code developed as a result of this task order.
5.6.1 Outcomes associated with Objective 6:
· Documentation covering software configuration, technical specifications, system interface descriptions, certification and accreditation package, and user manuals.

· All source code developed as a result of this task order.
6.0 DELIVERABLES
The Contractor’s Performance Work Statement (CPWS) must include proposed due dates for the deliverables and must include the specific amount of time for Government review.  All deliverables must be submitted to the Contracting Officer’s Technical Representative (COTR) in an electronic format that can be opened by an Microsoft (MS) Windows Office product (e.g. MS Word format, MS Excel, MS Visio, etc.
6.1  Technical Deliverables
The contractor must include in its CPWS a proposed list of deliverables to satisfy the requirements of this task order.  The table below contains a sample list of the types of deliverables VA expects as part of the contractor’s CPWS.  The list may not be inclusive of all deliverables. 
	Deliverable
	Description
	Due Date
	Proposed Time for Government Review

	General Design Solution
	Discusses the general solution on the design of the IFCAP replacement.  This discusses the use and high level configuration of the products used to make up the IFCAP replacement.
	To be proposed
	

	System/Technical Requirements
	Identifies the system and technical requirements for the IFCAP replacement.  This details the specific system requirements that will be used to build the IFCAP replacement.
	To be proposed
	

	System Design Specifications
	Identifies the configuration and design solutions to meet the IFAS requirements, including the interfaces, reporting solutions and the application and technical architecture of IFAS.
	To be proposed
	

	Technical Design & Specification Document
	Describes functionalities of the system, such as database structures, component behavior, various algorithms, step by step processing of screens, validation and other business rules. 
	To be proposed
	

	Technical Architecture
	Describes the structure and behavior of the technology infrastructure of IFAS system. It includes the client and server nodes of the hardware configuration, the infrastructure applications that run on them, the infrastructure services they offer to applications, the protocols and networks that connect applications and nodes. It addresses issues such as performance and resilience, storage and backup. 
	To be proposed
	

	Requirements Traceability Matrix
	Cross references the requirements for IFAS.  It will include the business requirements, the system requirements, the design specifications, and the test plans and procedures – and the relationship of these to each other.
	To be proposed
	

	Interface Control Documents
	Describes the interface(s), the inputs and outputs of IFAS.  It will also describe the interface between IFAS and other systems and the complete interface protocol from the lowest physical elements (e.g., the mating plugs, the electrical signal voltage levels) to the highest logical levels (e.g., the level 7 application layer of the ISO model), or some subset thereof.
	To be proposed
	

	System Configuration Management Plan
	Identifies the plan to ensure that all changes are properly requested, evaluated, and authorized. It provides a detailed, step-by-step procedure for identifying, processing, tracking, and documenting changes. 
	To be proposed
	

	Data Conversion Plan
	Review of the data requirements for the application for completeness of the target schemas logical and physical design document and completeness of the semantic description of each data element required.  It will also contain a plan for the logical data and for the physical data architectures.  It will determine the right tools to execute the conversion; to develop, extract, transform and load processes for each data source; to develop cleaning process; and to determine the data loading process.
	To be proposed
	

	Test Plans
	Documents the strategy that will be used to verify and ensure that the IFAS system meets its design specifications and other requirements. 
	To be proposed
	

	Test Cases
	A set of conditions or variables under which a tester will determine if a requirement or use case upon IFAS is partially or fully satisfied. It may take many test cases to determine that a requirement is fully satisfied.  
	To be proposed
	

	Test Incident Reports
	Captures data related to all faults that impede the normal execution of a test.  It includes failure causes and all actions initiated by an operator, maintainer or administrator to resolve the fault.  
	To be proposed
	

	Test Results
	Identifies metrics and makes final reports on a test effort and whether or not the software tested is ready for release.
	To be proposed
	

	Business Processes
	Update of the Business Requirements Document provided in the request for proposal.
	To be proposed
	

	Report Specifications
	Defines the format, content, and frequency of system reports.
	To be proposed
	

	System Security Plan
	Provides an overview of the security requirements and describes the security controls in place or planned for meeting those requirements.
	To be proposed
	

	Security Controls Assessment Plan And Procedures
	Provides the plan and procedures for assessing the security controls in the information system to determine the extent to which the controls are implemented correctly, operating as intended, and producing the desired outcome with respect to meeting the specified security requirements.
	To be proposed
	

	Security Risk Assessment
	Identifies the risks to organizational operations (including mission, functions, image, or reputation), organizational assets, individuals, other organizations, or the Nation resulting from the operation or use of the information system. It incorporates threat and vulnerability analyses, and considers mitigations provided by planned or in-place security controls. 
	To be proposed
	

	Security Controls Plan Of Action And Milestones
	Describes the specific measures that are planned: (i) to correct weaknesses or deficiencies noted in the security controls during the security control assessment; and (ii) to address known vulnerabilities in the information system.
	To be proposed
	

	Operation Guide
	Contains the instructions needed by the IFAS operational personnel to operate IFAS.  It needs to include the day-to-day procedures for maintaining and controlling the functions of the system, as well as the procedures for controlling, maintaining, and monitoring the security of the system.  It will be specific to the IFAS application and not a restatement of the COTS documentation.
	To be proposed
	

	User Guides
	Contains instructions needed by the user using the functions of the IFAS application.  It will be specific to the IFAS application of the COTS product, as applicable – and not a restatement of the COTS user guide.
	To be proposed
	

	Training Plan
	Outlines the steps required to design, develop and deliver a training program. It outlines the objectives, needs, strategy, and curriculum to be addressed when training users on IFAS.
	To be proposed
	

	Training Materials
	Any materials used to train users, administrators, or managers of the IFAS system.  
	To be proposed
	


6.2 Program Management Deliverables:
	Deliverable
	Description
	Proposed Due Date
	Proposed Time for Government Review

	Project Schedule
	Identifies the schedule for the project, updated as needed through the life cycle.
	20 business days after award of task order
	

	Weekly Project Management Reports
	Identifies the weekly status of the project.  The report includes schedule and scope status, issues and risk updates.
	First Business day following the end of the week
	

	Monthly Reports
	Identifies the monthly status of the project.  The reports will identify the progress of the project, the issues and risks with the mitigation strategies to resolve them, and the accomplishments of the project. 
	5 business days after the beginning of the month
	

	Periodic Program Management Review 
	Slides and briefing materials for the periodic management reviews of IFAS presented at the FLITE Program Office. 
	Quarterly 
	

	Milestone Reviews
	· Milestone 2 – System Design and Prototype

· Initial Design Review (IDR)

· Preliminary Design Review (PDR)

· Critical Design Review (CDR)
	TBD
	

	Integrated Baseline Review (IBR)
	Refer to Appendix B of this task order.
	Draft due 30 calendar days after task order award; 

Final due 60 calendar days after task order award
	

	Cost Performance Report (CPR)
	Refer to Appendix B of this task order.
	5 business days after the beginning of the month
	


7.0 Constraints
IFAS must comply with the constraints described in the following paragraphs as well as the constraints listed in Section J, Attachment 1 of the Basic ID/IQ Contract, entitled, “Statement of Work for Integrated Financial Accounting System (IFAS) for Department of Veterans Affairs.”
7.1 Policy and Legislative Constraints

Refer to the Section J, Attachment 1 of the Basic ID/IQ Contract, entitled, “Statement of Work for Integrated Financial Accounting System (IFAS) for Department of Veterans Affairs,” Section 2.2.3 for the list of policy and legislative constraints.
7.2 VA Systems Development Life Cycle (SDLC)

The VA IT Program Management Framework (VAITPM Framework) is used to manage IT projects throughout their system development life cycle. In accordance with the VAITPM Framework, the contractor shall provide documentation, prepare for, and participate in the following milestone reviews:
· Milestone 2 – System Design and Prototype

· Initial Design Review (IDR)

· Preliminary Design Review (PDR)

· Critical Design Review (CDR)
7.3 Earned Value Management (EVM)
The contractor must comply with VA Earned Value Management System, as specified in Appendix B of VA Directive 6061. 

http://www1.va.gov/vapubs/viewPublication.asp?Pub_ID=4&FType=2
8.0 Period of Performance
The period of performance for this task order is 18 months. 

9.0 Section 508 of the Rehabilitation Act of 1973
Section 508 of the Rehabilitation Act of 1973 requirements referenced in paragraph 7.4 of the Basic ID/IQ Contract applies to all services performed under this task order.

10.0 Performance thresholds
The contractor’s CPWS shall identify the performance objectives it considers to be critical for successful accomplishment of the work and the corresponding performance standard(s) for each of those critical performance objectives.  The contractor shall include the monitoring method it is recommending VA use to ensure performance standards are met.  The performance measures shall be presented in the following tabular format:  
	Performance
Objective
	CSOW
References
	Performance Standard
	Monitoring
Method


11.0 Places of performance

The contractor’s primary place of performance shall occur at VA Financial Services Center (FSC) in Austin, Texas. The Government will not pay for contractor relocation costs.
12.0 OTHER REQUIREMENTS
12.1 Security Requirements:  
The contractor shall comply with the Basic ID/IQ Contract, Section J, Attachment 3, Baseline Security Requirements.  The contractor shall submit the required forms for all contract personnel to the COTR as referenced in Basic ID/IQ Contract, Section J, Attachment 1, Paragraph 7.10.3.  The following security requirements correspond with the contractor labor categories performing on this task order:
High Risk Positions:

TBD
Moderate Risk Positions

TBD
Low Risk and Non-sensitive Positions:

TBD
12.2 Non-Disclosure Agreements:  
The contractor’s on-site representative(s) shall have access to sensitive verbal, written and electronic information while performing on this task order.  This information may be acquisition sensitive information, for official use only documents, or other contractors’ proprietary information.  In order to protect this information from unauthorized release or use, the contractor must provide an executed non-disclosure agreement (See Appendix A) to the COTR prior to the assigned on-site representative being granted access to the Corporate Data Center Operations – Austin Information Technology Center (CDCO-AITC.)

12.3 VA Furnished Property, Material and Information: 
The contractor must state in their CPWS any required VA furnished property, material, and information.
The government will provide the contractor with at a minimum the following equipment at the VA-FSC location in Austin, Texas.  


25 each - Desk, with locking drawer
25 each - Chair

25 each - Phone

25 each - Computer (Dell Optiplex GX 280)

25 each - 19” Monitor

Access to shared printers and fax machines

The contractor shall furnish laptops, projectors, and any other required equipment during on-site performance at any other VA facilities.
12.4 VA Furnished Support:  
VA will provide on a rent-free basis to the contractor for use on this task order the following support:
12.4.1 VA will provide the office space, furniture, supplies, telephone and automation equipment for a maximum of 25 contractor representatives at VA-FSC in Austin, Texas, for the duration of the task order.  The contractor must state in their CPWS any required office space, furniture, supplies, telephones, and automation equipment.
12.4.2 VA will provide the contractor access, by (phone, email, or in person) to VA Subject Matter Experts (SMEs), as needed, to ensure successful cutover to IFAS from FMS.
13.0 Kick-off meeting: 
Within five (5) business days after the date of task order award, the contractor shall participate in a “Kick-off” meeting.  This meeting shall occur at the VA‑FSC facility in Austin, Texas, with the COTR.  During the Kick-off meeting, the contractor shall: 1) identify by name contractor personnel who will require access to VA facilities under the task order; 2) provide any updates to the specific schedule for the contractor to perform any work at a VA facility; 3) provide signed copies of non-disclosure agreements and 4) provide valid driver’s license or valid state identification information for each contractor resource who will need access to a VA facility.  This information is required for security and criminal history checks.  The contractor will not be permitted unescorted access to perform services at a VA facility until the kick-off meeting has been accomplished.

Appendix A
The following form is required to be executed and submitted by each contractor employee or contract personnel:

CONFIDENTIAL INFORMATION AGREEMENT
Contract No. (TBD)
Task Order Number (TBD)
I, _________________________, am an /__/ employee /__/ contract employee of___________________________ ("contractor”).  Contractor has contracted with the Department of Veterans Affairs (VA), the “Customer", to perform various services.  I understand and acknowledge that, as a result of my employment with contractor, I may have access to certain confidential, proprietary, and other information including, within specified parameters and only as allowed by law, access to VA’s computer programs and software, processes, technical information, plans, specifications, files, directives, financial records, and, possibly, the tenants of federal buildings.  Confidential information shall not include information to the extent that: (i) it is or becomes publicly available through a source other than contractor; (ii) it is required to be disclosed pursuant to law or regulation, government authority, duly authorized subpoena or court order; (iii) is approved for disclosure by prior written consent of VA; or (iv) information that the contractor subsequently learned from a third party that does not impose an obligation of confidentiality upon contractor and that either (a) does not reference or identify the VA or VA’s Customer Client, other contractors, or any files or employees of the same; or (b) which references or identifies VA, or VA’s Customer Client, other contractors, or any files or employees of the same, but which after reasonably inquiry cannot be determined to be Confidential Information covered by this Agreement.
I will not at any time, either during or after my employment or task order with the contractor, use or disclose to others or any other source outside VA, any confidential information obtained as a result of the contract between contractor and VA or as the result of any access to VA’s Customer Client's or other contractor’s files, computers or personnel.

I acknowledge I have been assigned to or I am working on the task order indicated above and that any product of my work is intended to be privileged and a confidential work product.  I am aware that unauthorized disclosure of information could damage the integrity of this task order, or project(s), as well as other Governmental interests and that the transmission or revelation of such information to unauthorized persons could subject me to prosecution under applicable laws.

I agree that I will not divulge, publish, or reveal by work, conduct or any other means, such confidential, proprietary, and sensitive information or knowledge, except when required to do so in the performance of my official duties related to this task order or Project and in accordance with the laws of the United States, unless specifically authorized in writing, in each and every case, by the Contract’s Project Manager, Contracting Officer, or a duly authorized representative of the United States Government.  I take this obligation freely, without any mental reservation or purpose of evasion and in the absence of duress.

Upon completion of the task order, or project, I will safeguard and not disclose to any other source, customers, clients or parties, other than to VA, or properly authorized personnel of VA’s Customer Client or of another Federal agency without limitation, any and all research findings, documents or papers relating to VA or VA’s Customer Client's or other contractor’s business in my possession, under my control or accessible by me.

I agree that I will limit reproduction and/or dissemination of covered materials, information and data only to persons/parties related to this task order or otherwise authorized to receive such information; and, I shall make every possible effort that is reasonable and prudent to prevent unauthorized disclosure of such information covered by this Confidential Information Agreement.

I recognize that if l breach this Confidential Information Agreement, harm may come to the Government, VA, to VA’s Customer Client, or other contractor, and that the remedy at law may be inadequate; therefore, I agree that VA is entitled to seek injunctive relief against any such actual or threatened breach, in addition to any other remedy provided by law.

I agree that this agreement (a) shall be binding upon my legal representatives, and assigns; and (b) shall be governed by the laws of the United States Government.

By:_____________________________________        __________________

Original Signature of Employee                                      Date Executed

_______________________________________          __________________

Printed Name of Employee                                            Title of Employee

Original Executed Agreement to be delivered to:  Name of COTR

Appendix B
Earned Value Management System (EVMS) Cost Performance Reports Formats
	Format Title
	Frequency
	Submitted to
	Description
	Use of Format

	1. Work Breakdown  Structure
	Monthly, No later than (NLT) 5 workdays following the end of month
	Project Management Office COTR.  Electronic submission using the formats in VA-DI-MGMT-81466A are required
	Report WBS element performance data for the current reporting period as well as cumulative to date data. Cost and schedule variances are calculated and reported. Identifies any reprogramming adjustment, budget at completion, estimate.
	Isolate key cost and schedule variances, quantify the impact, analyze and project future performance. Performance issues isolated at lowest level and analyzed for impact to overall cost and schedule variances.

	2. Organization Categories
	Monthly, NLT 5 workdays following the end of month
	Project Management Office COTR. Electronic submission using the formats in VA-DI-MGMT-81466A are required
	Reports the same data as Format 1 but identified by contractor functional labor categories, major subcontractors, and material. Data is summarized for the total program at the contract level.
	Isolate performance issues to the contractor's functional organization by major subcontractors or by material. This allows analysis and problem isolation to either internal or external areas which enables the contractor to determine the impact to overall cost and schedule of the program.

	3. Baseline
	Monthly, NLT 5 workdays following the end of month
	Project Management Office COTR. Electronic submission using the formats in VA-DI-MGMT-81466A are required
	Budgeted time-phased baseline costs to end of program. This format shows significant baseline changes authorized during the reporting period. Data includes estimate at completion, contract budget base, total allocated baseline and completion dates.
	Used to determine if Over Target Baseline or Over Target Schedule has been incorporated into the program. Data can be plotted to determine trends or if there has been a shift in the baseline.  Analysis can focus on the distribution of cost for authorized changes to the baseline during the period.

	4. Staffing
	Monthly, NLT 5 workdays following the end of month
	Project Management Office COTR. Electronic submission using the formats in VA-DI-MGMT-81466A are required
	Staffing forecasts in months by functional category until the end of the contract.
	Staffing data plotted over time and correlated to major milestones on the contract schedule. Buildup of various categories should be analyzed for consistency with scheduled activities. Correlate this analysis with Format 2 and 3.

	5. Explanation and Problem Analyses
	Monthly, NLT than 10 workdays following the end of month
	Project Management Office COTR. Electronic submission using the formats in VA-DI-MGMT-81466A are required
	Narrative explanation of key cost, schedule, and associated variances. Contractor identifies program impacts, corrective action plans, and analyzes significant drivers at the lowest specified level and at the total contract level. Includes analysis of management reserve and overall risk.
	Correlated with data from Format 1 and 2 (as applicable), to understand reasons for the variances. Understanding the underlying reasons and the contractors get well plans help the analyst to prepare an integrated assessment of past and future trends and analysis overall. The Project Manager can then make informed decisions.


Contract No.:  TBD

Task Order No.:  0003
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