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1 Introduction

The purpose of this document is to provide guidance for the data migration plan required of prospective Integrated Financial Accounting System (IFAS) vendors. This document describes a set of guidelines and constraints that help to scope data migration tasks and process.

1.1 Background

FLITE History.  The Department of Veterans Affairs (VA) has a critical need for an integrated financial and logistics capability. Such a capability supports the VA strategic goal to deliver world-class service to veterans and their families through effective communication and management of people, technology, business processes, and financial resources. This capability also supports the President’s Management Agenda (PMA), with its strong emphasis on managing costs to improve results, and also supports VA’s ‘OneVA’ initiative.

In the late 1990’s, VA began an effort to develop an integrated financial and logistic integration initiative for use in approximately 1,000 financial and logistics offices across VA. In the ensuing years, implementation of an enterprise financial system to consolidate VA's existing Financial Management System (FMS), VHA's Integrated Funds Distribution, Control Point Activity, Accounting and Procurement (IFCAP) system, the Automated Engineering Management System/Medical Equipment Reporting System (AEMS/MERS), the Generic Inventory Package (GIP), in addition to at least 24 other systems, was attempted. Ultimately, this effort was terminated in July 2004, leaving the need for an integrated financial and logistics system unfilled.  

FLITE Mission.  The Financial and Logistics Integrated Technology Enterprise (FLITE) Program is the initiative to replace FMS and the current logistics systems. The mission of the FLITE Program is to standardize functional processes and modernize the information technology (IT) environment that supports financial and logistics management within VA.    

FLITE Program Guiding Principles.  The approach used by the FLITE program builds on the lessons learned with previous initiatives and is summarized in a set of key guiding principles.  These guiding principles, approved by VA leadership, are a set of key policy statements intended to provide focus, establish standards, prescribe essential characteristics to be achieved, and describe the overarching framework within which the FLITE Program will be managed.

· People, Process and Tools, in that order, remain the three main areas of focus. 

· Leadership Involvement at all levels is paramount. 

· Standardization and Simplification of processes and data will be critical up-front work.

· Effectiveness and Efficiency in the areas of finance and logistics must be substantially improved as a result of the FLITE Program.

· Accuracy and Relevancy of generated data and reports must be achieved.

· Affordability and Compatibility remain prerequisites for IT solutions and systems implemented.

· Inclusion of the workforce and Interoperability of IT systems will be required.

· Security of data and Reliability of the IT systems implemented will be assured.  

· Ubiquity, or essential connectivity everywhere it’s needed and ability for simultaneous use on a large scale will be an inherent aspect of system implementation.

· Ease of Use will be a major consideration in system selection.

· Mindfulness of the Past will assist in avoiding previous pitfalls.

FLITE Objectives.  The long-standing objectives of the FLITE Program are: 

· Address the existing material weaknesses in VA’s current financial systems and improve VA’s financial accountability

· Improve service to veterans by reducing financial and materiel waste across VA

· Provide timely, consistent and reliable financial, logistics, budget, asset, and related information for management decisions

· Integrate and standardize financial and logistical processes, business practices and data throughout VA to improve insight, understanding and data exchange

· Standardize tools and automate systems used in similar lines of business within VA

· Upgrade key legacy systems 

· Reduce training, maintenance, testing, and operational costs

IFAS Business Requirements.  In October 2007, the VA contracted with TeamSMS to analyze and document business process, requirements, and interfaces for the Integrated Financial Accounting System that is part of FLITE as a precursor to developing and releasing a RFP. During this time the VA and TeamSMS participated in a combination of highly productive meetings, numerous individual conversations, and the review of various existing documents, resulting in this report as well as several other deliverables. 
1.2 Scope

This document provides background, guidelines, and scoping information related to data migration efforts for prospective IFAS vendors. It is not intended to define the details of how the vendor will migrate the VA’s data, but rather illustrate constraints and provide an understanding of the scope of activities that will be necessary. It is also not intended to constrain the deployment strategy, but it is recognized that the data migration needs will have some effect on timeline and order of deployment. 

Overall this document should provide an accurate understanding of the data migration needs of the IFAS project. However, the statistics presented can and do vary with site and time. The VA environment is also very dynamic, with other ongoing projects that may impact this effort. While significant impacts are not foreseen other than those described, the reader should assume that this may change with time.

1.3 Purpose and Audience

This data migration guide provides an understanding of the scope of data migration activities that will need to be performed during IFAS deployment. This document is intended to be used for:

· Developing a Request For Proposals (RFP)

· Understanding project scope

· Developing the response to a RFP

The audience of this document includes:

· Business owners of IFAS within the FLITE program office

· Technology owners of IFAS within the VA CIO office

· IFAS project team

· IFAS Integrated Product Team (IPT)

· Software vendors involved with IFAS

· Professional services vendor(s) implementing IFAS

· VHA, VBA, and NCA leadership

· VA leadership

The remainder of the document is structured as follows:

· Section 2 – Referenced Documents:  This section lists the number, title, revision, source and date of all documents referenced in this document.  The list will include standards as well as IFAS and VA specific documents.

· Section 3 –Overview:  This section provides background information as well as an overview of the VA systems that will be impacted by the IFAS data migration.

· Section 4 – Migration Data: This provides background on the types of data that will need to be migrated.
· Section 5 – Data Migration Scope:  This section describes guidelines that describe and limit the scope of the IFAS data migration plan.

· Section 6 – Data Cleansing:  This section provides guidelines that affect the data cleansing effort. 
· Section 7 – Data Migration:  This section provides guidelines that affect the migration itself. 

· Section 8 – Planning: This section provides guidelines that address the planning aspects of the IFAS data migration plan.

· Section 9 – Data Migration Document: This section provides a set of topics that must be addressed in the IFAS Vendor’s data migration document.
2 Referenced Documents

This document has been created as a result of gathering and consolidating knowledge from a variety of sources including numerous documents (both official and unofficial). Below is a list of the support documentation that was used in creating this report.

2.1 VA Documentation

· IFAS Concept of Operations, Version 1.2.3, April 2008

· IFAS Deployment Plan – Outline, , 2007

· IFAS Interface Inventory Report, Version 3.0,  June 2008

3 Overview

The IFAS project will replace the VA’s centralized Financial Management System (FMS) with a new Commercial Off The Shelf (COTS) federal financial system. This is a significant undertaking for the VA as FMS is the financial nerve center for all of the VA’s far-flung operations. Thousands of users utilize FMS on a daily basis, and many more thousands of users interact with other systems being replaced as part of this effort. In addition, more than 60 systems feed data to FMS and/or consume data from FMS, further complicating the deployment of IFAS. 

Providing effective and timely data migration will be a crucial step in a low risk deployment of IFAS. Without some guidelines and an understanding of the scope of the data migration activities, it is unlikely that any IFAS vendor would properly plan for the amount of time and effort that will be required to successfully perform these tasks. 

Before addressing the particular systems that IFAS must migrate data to/from, it is first necessary to provide an overview of how the affected VA financial systems are arranged before, during, and after deployment. Figure 3‑1: Deployment States of IFAS provides a visual overview of the expected deployment configurations and interface data flows of the IFAS project. 

Figure 3‑1: Deployment States of IFAS
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Figure 3‑1: Deployment States of IFAS suggests a number of data migrations that are then documented in Figure 3‑2: Data Migration Context below. A definition of each of these systems along with a discussion of the IFAS deployment and migration impacts are below the diagrams.

Figure 3‑2: Data Migration Context
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3.1 AR

AR (Accounts Receivable) is a VistA application that provides accounting and receivables management for both medical and non-medical collections. The AR package automates the debt collection process and a billing module is available to create non-medical care debts. Functionality is available to establish, follow-up on, collect against, and track all medical facility debts. AR, like all VistA applications, is a Mumps based solution that used a hierarchical file based database system to store its data.  

While AR is not being replaced as part of the IFAS project, one of the key needs of IFAS is to include detailed receivables records for all non-medical receivables. Therefore, relevant non-medical receivable data will need to be extracted from AR and imported into the IFAS database. After migration, the data will be updated by an interface between AR and IFAS.

Table 3‑1: AR Statistics

	Statistic
	Value

	Installations
	150+

	Database Type
	Mumps FileMan – Simple file based database

	Users
	Approximately 10 daily users per site

	Transaction Volume
	4,000 receivables, 12,000 receivable transactions per site per month

	Size Volume
	200 MB per site per year


3.2 CAPPS

Computer Assisted Payment Processing System (CAPPS) is an Integrated Database Management System (IDMS) database that is processed in both online and batch modes. CAPPS generates FMS payment transactions from matched vendor invoices, station receiving reports and field station certified invoices. As invoice and receiving report data are entered, they are matched. Matched and certified invoices are paid using the provisions of the Prompt Payment Act and prudent money management policies to take discounts, pay interest, and pay invoices. The system also produces fiscal reports for VA users to assist in inquiry, vendorizing through direct linkage to FMS vendor database, and online edits against the FMS history and pending accounting transaction database.
The IFAS project will obsolete CAPPS because IFAS will contain the ability to match invoices with receiving reports. However, CAPPS will continue to be used by unconverted stations as the IFAS deployment progresses. CAPPS maintains some critical information that is not in FMS or IFCAP, resulting in a need to migrate the active data from CAPPS to IFAS.
Table 3‑2: CAPPS Statistics

	Statistic
	Value

	Installations
	1 installation (IDMS relational db)

	Database Type
	IDMS – Integrated Database Management System

	Transaction Volume
	1800 payments per day, 1250 invoices and credit memoranda, and 730 receiving report documents each business day


3.3 FMS

FMS is a customized implementation of CGI Federal’s FFS that is the official system of record for the General Ledger (GL) and other financial management information for the Department of Veterans Affairs. FMS is a mainframe-based application that provides batch oriented processing for transactional updates and report generation. 

IFAS will fully replace FMS by the end of the IFAS deployment. However between the start of deployment and the end, FMS and IFAS will co-exist, with each controlling a subset of the VA’s financial records. This deployment approach will necessitate an iterative migration of record subsets from FMS to IFAS.

Table 3‑3: FMS Statistics

	Statistic
	Value

	Installations
	1

	Database Type
	Mainframe file based 

	Users
	Approximately 5,000 daily users

	Transaction Volume
	40 million GL entries per month

	Size Volume
	3,669 GB total


3.4 FSC Applications

The Financial Service Center (FSC) maintains a number of applications that augment the capabilities of FMS. Some of these systems are used for integration with US Treasury systems such as IPAC and TOP, while others are portals that provide a convenient way to interact with FMS. Many of these capabilities will be provided by the IFAS solution directly per FSIO requirements, so some of these systems will no longer be needed. In the diagrams above, FSC Applications refer to those applications that will no longer be needed after IFAS is deployed.

The FSC will be supporting both converted and non-converted stations throughout the deployment, so these applications will exist until the implementation of IFAS is complete. At this time, it is not anticipated that any data migration will be necessary for these FSC applications, however it is possible that a small amount of in-process work need data migration, so it is included here for completeness.

Table 3‑4: FSC Applications Statistics

	Statistic
	Value

	Installations
	1 (several applications)

	Database Type
	Commercial relational – Oracle, Small number of schemas


3.5 IFAS

IFAS (Integrated Financial Accounting System) is a sub-project of FLITE that will provide a centralized integrated financial accounting system and national vendor file for the VA. As defined in the business requirements, it provides support for numerous financial needs including purchasing, billing, reporting, and general ledger.

IFAS is the system replacing the existing VA financial systems. As it replaces the other systems, it will load the migrated data from these systems. In addition, because of the deployment approach used and the systems involved, IFAS may have to provide an extract of vendors to SAM.

Table 3‑5: IFAS Statistics

	Statistic
	Value

	Installations
	1 (not currently deployed)

	Database Type
	To be determined by vendor

	Users
	Approximately 80,000 daily users

	Transaction Volume
	To be determined by vendor

	Size Volume
	To be determined by vendor


3.6 IFCAP

IFCAP (Integrated Funds Distribution, Control Point Activity, Accounting and Procurement) is a VistA application that automates a number of financial activities. IFCAP is used to manage budgets, order goods and services, maintain records of available funds, determine request status, compare vendors and items, record receipt of items into the warehouse, and pay vendors. IFCAP, like all VistA applications, is a Mumps based solution that used a hierarchical file based database system to store its data.  

Between the SAM project and the IFAS project, all of the functionality of IFCAP will be replaced. At sites with both SAM and IFAS deployed, IFCAP will have read-only access for historical data purposes and no longer interface to any other system or application. The various other VistA applications that interact with IFCAP will be updated to interact directly with SAM and/or IFAS. During deployment, some sites will be using IFCAP, while others will be using IFAS for the same functionality. This deployment approach requires a migration of records from each IFCAP installation to IFAS. 

Table 3‑6: IFCAP Statistics

	Statistic
	Value

	Installations
	150+

	Database Type
	Mumps FileMan – Simple file based database

	Users
	Approximately 250 - 500 daily users per site

	Transaction Volume
	7,000 Purchase Orders (per month per site)

	Size Volume
	350 MB per day per site


3.7 NIF

The National Item File (NIF) system currently provides a national list of inventory and non-inventory items that are purchased throughout the VA. IFAS will need to use the non-inventory items for procurement purposes. This will result in an interface from the NIF to IFAS at a minimum, but may also result in the need to migrate the non-inventory items into IFAS to support an implementation that requires the item file be in the IFAS database. 
Table 3‑7: NIF Statistics

	Statistic
	Value

	Installations
	1

	Database Type
	Commercial relational - Oracle


3.8 SAM

The Strategic Asset Management (SAM) system is a centralized asset and work management tool that is part of the FLITE program. SAM is a modern Commercial Off The Shelf (COTS) asset management tool (Maximo) that uses a standard relational database for its data.

IFAS and SAM will both initiate and participate in the procurement process and therefore require access to the National Vendor File (NVF). IFAS will also require access to the inventory items in the SAM item file for purchasing.

SAM will begin production rollout before IFAS, and will progress by installation (integral set of stations). However, IFAS is expected to begin its own production rollout well before SAM is completely deployed. IFAS will only be deployed to sites that already have SAM in order to minimize conflicts between the two projects. Prior to SAM integration with IFAS, as SAM is deployed at a facility, cleansed vendors and inventory items that SAM needs for the facility will be added to the SAM database. Once SAM and IFAS are integrated, the cleansed vendors will be populated into the IFAS NVF and pushed to SAM. This deployment approach will require an iterative migration of vendor data, and potentially the migration of inventory item data to IFAS.

The SAM project will deploy in an interim and a final state. The diagrams above only show the final state of SAM so the configuration might be different based on the SAM project timeline and how it interacts with the IFAS timeline.

Table 3‑8: SAM Statistics

	Statistic
	Value

	Installations
	1 (not currently deployed)

	Database Type
	Commercial relational - Oracle

	Users
	Peak Users 1,000 (pilot), 9,000 (National deployment)

	Transaction Volume
	1.2 billion per month (national deployment)

	Size Volume
	1.2 TB (pilot) 


4 Migration Data

The data migrations for IFAS will cover several types of data including financial data, vendor data, item data, and system users. This section provides a discussion of each type, the approach used for migration, and impacts of other efforts that are ongoing at the VA.
4.1 Financial Data Migration

Since the primary goal of IFAS is to replace the VA’s financial management system, it stands to reason that some level of financial data will be migrated. Each piece of financial data in the VA is associated with a station, and the station will form the most atomic unit of financial data to be transferred from one system to another. The VA currently has 1,320 stations, but not all are the same size, and some will be migrated in groups. For example, a medical center may be associated with a number of surrounding outpatient facilities. Each of these may be a separate station, but they will be migrated as a single unit. Each VistA installation represents an integral number of stations. However, there will be separate migrations for data coming from different source systems. Generally speaking, the migration of financial data will progress based on those stations supported by an IFCAP installation, with separate sequential migrations from FMS, IFCAP, and CAPPS. Some parts of the VA, such as the VBA, are not associated with IFCAP installations, and hence will be migrated by station from FMS and CAPPS.

Due to separate migrations from multiple sources, it will be necessary in some cases to match and update existing data. For example, if FMS migrates first and holds an invoice that is currently partially matched with some receiving reports, the CAPPS migration may have to query and update the invoice rather than trying to create a new one. This also leads to order of migration constraints.

One of the goals of the VA is to minimize the amount of data to be migrated. This will be accomplished by migrating after the monthly close cycle, and only to migrate those financial documents that are open. In addition some history for the open documents will be needed. Closed documents will be maintained in the source systems for historical purposes.

Open financial documents will be migrated by making the document (and associated documents) read only in the source system prior to extracting these documents. This will ensure that they cannot be updated while the rest of the migration is progressing. Once converted/translated to IFAS, loaded, and verified, they will be changed back to a read-write state in IFAS. In addition, the entire station being migrated must be set to read only when the migration begins, forcing users to utilize IFAS for creating new documents.

4.2 National Vendor File Migration

One of the explicit goals of the FLITE project is to create a national vendor file that rolls up all vendor files that exist across the VA into a single centrally managed system. In its current state, the VA maintains a vendor file in FMS as well as vendor files in each IFCAP instance. The FMS vendor file contains only real vendors, while the IFCAP instances contain both real vendors and patients, etc that may be party to a receivable or refund.

Both SAM and IFAS require access to the National Vendor File to support purchasing and financial activities. IFAS will be the system of record for the National Vendor File, but as described in section 3.8, the interaction between the SAM and IFAS deployments is complex. A subset of the vendors (those needed by SAM) will be iteratively migrated from SAM to IFAS prior to IFAS being integrated with SAM. Vendors needed by IFAS but not already migrated by SAM for a particular facility must be cleansed and migrated from VistA IFCAP, VistA AR, and/or FMS to IFAS. 

Vendor migration to the IFAS NVF will be performed on a station by station basis, mimicking the financial data migration. The vendors needed by a given station must be migrated prior to the associated financial data so as to retain data integrity. 

The process of cleansing the VistA IFCAP vendor file data has already begun in preparation for SAM deployment. However, this cleansing is unlikely to cover all of the vendors needed by IFAS. This process will continue throughout the deployment of the SAM and IFAS projects. Cleansing of the vendor file entries is primarily interested in avoiding duplicate entries for a single vendor.

4.3 Item File Migration

A National Item File (NIF) system currently exists for the VA that maintains a set of items that the VA purchases on a regular basis. SAM will eventually become the system of record for inventory items that the NIF currently controls. Non-inventory items will remain with the NIF as the system of record. Both inventory and non-inventory items must be accessible in IFAS for procurement. This may require IFAS to maintain its own copy of these items, depending on the IFAS vendor’s solution. Should the IFAS solution require this local copy of the items, one or more migrations will be required from both SAM and NIF. In either case, interfaces from the NIF to IFAS  and from SAM to IFAS will be required.

4.4 System User Migration

IFAS is projected to have in the neighborhood of 80,000 daily users that currently use FMS, IFCAP, CAPPS, or FSC applications (or a combination) to do their job. These system users must be migrated from the various source systems to ensure that they have the access needed to do their job. 

Each system being replaced may require a migration of system users and permissions. Some of these systems will be migrated iteratively, so it will be important to migrate only the system users (and their permissions) for the appropriate iteration. System user migration will have to precede the associated financial data migration in order to ensure that the users have access to the appropriate parts of IFAS when the financial data migration begins. 

The migration itself will require a number of steps. The users to migrate must be identified as the system may contain user accounts that are no longer valid. Each user account must be mapped to a user account on IFAS, ensuring that a single physical person does not have multiple accounts. Permissions defined for the source system must be translated into permissions on IFAS. It might not be possible to automate these steps for all source systems.

5 Data Migration Scope

This section provides an understanding of the type and amount of data that must be migrated from each of the source systems. In addition there are several general conditions to be aware of:

· Some of the data being consolidated does not have an enterprise-wide unique identifier. This is currently true for items, vendors, and people, but may be mitigated by ongoing data cleansing efforts.
· The implementation of Common Government-wide Accounting Classification (CGAC) structure may require a crosswalk between the old accounting code structures and the CGAC structure before financial data can be migrated.

· Sensitive information may require limited access and other security controls. This includes both personally identifiable information (i.e. orders that specifically identify a Patient by name and address) as well as financially sensitive information (i.e. purchase card numbers).

· The data migration effort will consist of a large number of individual migrations that occur throughout the pilot, beta, and national deployment phases. Due to time constraints, it is expected that multiple migrations will be conducted simultaneously. 
5.1 AR

The VistA Accounts Receivable (AR) application maintains detailed receivable information, some of which may only be provided to FMS in a summary form. The open detailed non-medical receivables must be migrated from each of the VistA AR installations to IFAS. A new interface will maintain the receivables after the initial migration is completed.

Each detailed non-medical receivable is associated with a debtor. For IFAS to properly trace the receivables to the debtor, the debtor’s information must be in the IFAS NVF. This in turn requires that each debtor, which can be a vendor, user, or institution, be migrated to the IFAS NVF. AR vendors are held in the IFCAP vendor file, so they will be migrated as part of the IFCAP migration, but the other debtor types are not. Receivables with debtors of these types compose approximately 25% of all receivables.

Below are approximate statistics for the average VistA AR installation. The timing of deployment will directly impact the actual number of records that need to be migrated because it directly affects the number of open receivables.

· 4,000 new receivables (all receivables - per month)

· 12,000 receivable transactions (all receivables - per month)

· 100,000 – 150,000 open receivables (all receivables - at accounting month end)

· 5,000 – 10,000 vendors (total)

· 5,000 – 7,000 Users (total)

· 500 Institutions (total)

5.2 CAPPS

CAPPS is used to match invoices and receiving reports. While FMS and IFCAP installations contain receiving reports and invoices, CAPPS is the system of record for matching information of all partial matches. Once the match is complete, it will be propagated back into FMS/IFCAP. The partial match data is what will be migrated from CAPPS to IFAS.

In order for IFAS to be usable by VA personnel that currently do their work on CAPPS, the user accounts of CAPPS will need to be migrated to IFAS. In addition, the security privileges of these user accounts will need to be duplicated within IFAS.
Below are the approximate statistics for the CAPPS installation. The timing of deployment will directly impact the actual number of records that need to be migrated.

· Approximately 300 user accounts (total)

· 30 open receivers (at any given point in time)

· 250 open credit memoranda (at any given point in time)

· 1800 open invoices awaiting receivers (at any given point in time)

5.3 FMS

FMS, being the current system of record for VA financial documents, has a significant number of items that must be migrated to IFAS for a seamless transition. Open documents (purchase orders, advances, suspense records, etc), supporting information (comments, forms, etc) for the open documents, and the current year history for the open documents will need to be migrated. 

In order for IFAS to be usable by VA personnel that currently do their work on FMS, the user accounts of FMS will need to be migrated to IFAS. In addition, the security privileges of these user accounts will need to be duplicated within IFAS.

FMS houses a vendor file that must also be migrated to NVF in IFAS. As part of the SAM deployment a subset of the vendors in the FMS vendor file will be migrated to SAM, which in turn will be migrated to IFAS. The remaining vendors in the FMS vendor file must be migrated to the IFAS NVF as needed by stations converting to IFAS. 

Below are approximate statistics for the FMS installation. The timing of deployment will directly impact the actual number of records that need to be migrated because it directly affects the number of open documents.
· 800,000 unique vendors (total)
· Up to 75 million open documents (at any given point in time)

· 1,320 stations (total)

· 5,000 daily users
5.4 IFCAP

The VistA IFCAP application must have open documents (purchase orders, advances, suspense records, etc) migrated into IFAS. In addition, supporting documentation (images, comments, forms, etc) for the open document and the current year’s history for the open document will need to be migrated. It is helpful to understand that IFCAP holds financial records for a number of other VistA applications that currently interface directly with IFCAP. While these applications will be updated to interface directly with IFAS, it will be necessary to explore application specific aspects of how this data is used to ensure that the migration is performed appropriately.

For IFCAP users to access and use IFAS, the VistA user accounts with access to IFCAP will need to be migrated to IFAS. This will also involve migrating any specialized security privileges that these users have.

The IFCAP vendor file contains the set of vendors that the particular station uses. This vendor file must be migrated into the IFAS NVF. A subset of these vendors will be cleansed and migrated to SAM and in turn migrated to the IFAS NVF. Most vendors not migrated to SAM must be cleansed and migrated to the IFAS NVF.

Below are the approximate statistics for the average IFCAP installation. The timing of the migration will probably have a direct impact on some of these numbers.

· 5,000 – 10,000 vendors (total)

· 7,000 new Purchase Orders (per month)
· 250-500 daily users
5.5 NIF

The National Item File (NIF) maintains a set of inventory and non-inventory items that are purchased and used throughout the VA. IFAS requires the non-inventory NIF items to support the procurement processes, and so these items may need to be migrated from the NIF to IFAS and then supported by an interface from the NIF to IFAS. The NIF contains approximately 135,000 items.

5.6 SAM

The Strategic Asset Management (SAM) system is the system of record for inventory items. IFAS requires the inventory items to support the procurement process. Depending on the IFAS solution, these inventory items may have to be migrated to IFAS in addition to being supported by an interface between SAM and IFAS.

IFAS is the system of record for the National Vendor File, but as described in section 3.8, the SAM and IFAS deployments form a complex interaction. IFAS will need to iteratively migrate the SAM vendor file to the IFAS NVF until SAM and IFAS are integrated. 

5.7 Vendor Update Interfaces

A set of interfaces have been identified that require vendor updates from FMS at the current time. The systems that are the subject of these interfaces maintain a read only vendor file. As IFAS is implemented, these vendor updates will come from the National Vendor File in IFAS using the existing interface. While this would not seem to directly relate to a migration effort, it may in fact require a migration to ensure that these systems have a vendor file that matches the IFAS NVF.

6 Data Cleansing

Before the data migration can be executed, the data must be cleansed to fix or identify anomalies. This process insures the bulk of the data is consistent so that automated migration scripts can be utilized in the migration effort. It also identifies exceptions that may require manual migration. This section contains guidelines and constraints that affect the data cleansing efforts for the source systems.
6.1 AR

The detailed non-medical receivables that will be provided by AR may require significant cleansing. The non-medical receivable itself is not so much an issue as the debtor that the non-medical receivable is associated with. The debtor can be one of 3 types: a vendor, a user (this is generally for employees and ex-employees), or an institution. While the vendor type is directly associated with the IFCAP vendor file (see 6.4) and is the subject of a current cleansing initiative, the other two types are not. Each of the other two types will need to be cleansed to ensure that their information is complete and that duplicates are not placed into the IFAS NVF. 

6.2 CAPPS

The matching information between invoices and receiving reports to be migrated from CAPPS will require some level of data cleansing to ensure IFAS required information is complete.

System user migration from CAPPS to IFAS will require cleansing to ensure only valid users and permissions are moved to the IFAS system. In addition, this step will involve ensuring that the CAPPS users are mapped to existing IFAS users where they exist.
6.3 FMS

It is expected that the purchasing and other open financial documents to be migrated from FMS will require some data cleansing to ensure all required information is present.

System user migration from FMS to IFAS will require cleansing to ensure only valid users and permissions are moved to the IFAS system. In addition, this step will involve ensuring that the FMS users are mapped to existing IFAS users where they exist.

Some FMS vendor data will be cleansed and migrated to SAM prior to IFAS deployment, however, FMS vendors that are not migrated to SAM will need to be cleansed and migrated to the IFAS NVF.

6.4 IFCAP

IFCAP purchasing and other open financial documents to be migrated to IFAS will require some level of cleansing to ensure all required information is present.
System user migration from IFCAP to IFAS will require cleansing to ensure only valid users and permissions are moved to the IFAS system. In addition, this step will involve ensuring that the IFCAP users are mapped to existing IFAS users where they exist.

The VA has a current ongoing project to cleanse the vendor files, including those from IFCAP. This will continue until the SAM and IFAS deployments have been completed. However, this may need to be expanded to include the vendors that IFAS needs but SAM does not.

6.5 NIF

If the implementation solution requires a migration of non-inventory items from the NIF, it is unlikely that this migration will require any significant data cleansing work. This is because the NIF is centrally controlled and maintained by a small group within the VA.
6.6 SAM

The SAM project will be deployed only shortly before the IFAS project. Due to this, it is unlikely that the SAM data (including the vendor file and inventory item file) will require any significant data cleansing effort.
7 Data Migration

The data migration involves extracting data from the source systems, transforming the data to a form acceptable to the target system, loading the data to the target system, and validating that the migration was performed successfully. This section provides guidelines and constraints for the data migration from each source system. 
7.1 AR

The migration of VistA AR financial records will occur on an installation by installation basis, with approximately 150 installations existing in the VA. Unlike other financial data, the detailed receivables are not dependent on the movement of users to IFAS, so they can occur at any time after the associated vendors are established.

The additional vendors that are needed for the VistA AR financial records must be moved prior to the financial records, and on an installation by installation basis.

Other constraints

· All vendors for the installation must be migrated to the IFAS NVF ahead of the AR financial data. This includes vendors from IFCAP, FMS, SAM, and the AR users and institutions. 

· AR should not have any downtime.

· Extraction should take place during the installation’s least critical time of the day

· Each migration of financial data must be completed in at most 2 days. 
· The transformations required for this migration may be significant because of the nature of the Mumps-based AR database.

· The telecommunications infrastructure between AR and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.

7.2 CAPPS

The migration of invoice and receiving report matching data from CAPPS to IFAS will be performed by station or set of stations. This will result in multiple migrations, with several being performed in the same timeframe. This migration includes moving the partially matched data.
System users and their privileges will be migrated in step with the station(s) that they are associated with. The transformation step for system users is expected to be relatively difficult because it must also be sure to not create more than one account for each physical user. This may seem trivial but a physical user may have an account on more than one of the systems that will feed system users into IFAS, and each account may have a different user ID.

Other constraints:

· IFCAP and FMS migrations for the station involved should be performed ahead of the CAPPS migration. 

· System user and privileges must be migrated prior to financial data migration.

· Each migration of financial data must be completed in at most 2 days.

· At any given point in time only one system must be able to update financial records. Therefore, financial records must be disabled for update in CAPPS at the start of data migration.

· The telecommunications infrastructure between CAPPS and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.

7.3 FMS

The migration of financial data from FMS to IFAS will be performed by station or set of stations. This will result in multiple migrations, with several being performed in the same timeframe. This migration includes moving open documents and related history.

Vendors in the FMS vendor file will be moved to the IFAS NVF prior to the first station that needs them. This will likely result in multiple migrations of vendors from FMS to the IFAS NVF.
System users and their privileges will be migrated in step with the station(s) that they are associated with. The transformation step for system users is expected to be relatively difficult because it must also be sure to not create more than one account for each physical user. This may seem trivial but a physical user may have an account on more than one of the systems that will feed system users into IFAS, and each account may have a different user ID.

Other constraints:

· SAM and FMS vendors for the station must be migrated to the IFAS NVF ahead of the FMS financial data.

· New document entry must be supported without interruption. 

· Each migration of financial data must be completed in at most 2 days.

· The telecommunications infrastructure between FMS and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.

· FMS is normally available to users M-F 6am – 7:30pm CST. 

· At any given point in time only one system must be able to update financial records. Therefore, financial records must be disabled for update in FMS at the start of data migration.

· System user and privileges must be migrated prior to financial data migration.

7.4 IFCAP

The migration of VistA IFCAP financial records will occur on an installation-by-installation basis, with approximately 150 installations existing in the VA. This migration includes moving open documents and related history. It is likely that several migrations will be performed in the same timeframe given the timing constraints.

Migration of “Partially Paid” records from IFCAP will create a data integrity problem. Right now, FMS is recording only the unpaid amount, because it is getting a Summary report from IFCAP that contains only this amount. However, IFAS will also require knowledge of the paid amount, yet it cannot be supplied this information via the summary interfaces.
Vendors in the VistA IFCAP vendor file will be moved to the IFAS NVF prior to the financial data for the installation. This will result in an iterative installation by installation migration from VistA IFCAP to the IFAS NVF.
System users and their privileges will be migrated in step with the IFCAP installation that they are associated with. The transformation step for system users is expected to be relatively difficult because it must also be sure to not create more than one account for each physical user. This may seem trivial but a physical user may have an account on more than one of the systems that will feed system users into IFAS, and each account may have a different user ID.

Other constraints:

· SAM, FMS, and IFCAP vendors for the installation must be migrated to the IFAS NVF ahead of the IFCAP financial data.

· FMS migration for a station must precede the IFCAP migration for that station.

· New document entry must be supported without interruption. 

· Each migration of financial data must be completed in at most 2 days.

· The transformations required for this migration may be significant because of the nature of the Mumps-based database to relational database.

· The telecommunications infrastructure between the IFCAP installation and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.

· At any given point in time only one system must be able to update financial records. Therefore, financial records must be disabled for update in IFCAP at the start of data migration.

· System user and privileges must be migrated prior to financial data migration.

7.5 NIF

The migration of the National Item File to IFAS will be performed as a single operation (if required).
Other constraints:
· The non-inventory items of the NIF must be migrated before station based migrations are started (IFCAP/FMS).
· There should be no downtime for the NIF.
· The telecommunications infrastructure between NIF and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.
7.6 SAM

The migration of the vendor file from SAM to the IFAS NVF will be performed as an iterative station by station migration. . 

The migration of the SAM inventory item file to IFAS will be performed as a single operation (if required).

Other constraints:

· Overall, there should be no downtime of the IFAS NVF or the SAM inventory item file..

· The telecommunications infrastructure between SAM and the site hosting IFAS must have enough bandwidth to support the large volume of data being transferred between them in a reasonable amount of time. It is possible that this will require a dedicated connection.

8 Planning

Data migration for IFAS is a non-trivial task, requiring a fair amount of up-front planning. This section describes guidelines and constraints that will affect planning for the data migration.

8.1 Resources

The data migration effort will involve not only the IFAS vendor, but also numerous people from the VA. This section provides a high-level overview of human resource constraints and guidelines that will affect the IFAS vendor.

Each migration will require a team of people that include both IFAS vendor and VA personnel. Migration teams must include representatives from SQAS and VA subject matter experts. The VA subject matter experts involved for a particular migration will depend on the data being migrated and the source system. It is imperative to include VA system subject matter experts throughout the migration efforts and especially in the data mapping exercises. In addition, SQAS and subject matter experts will need to have time to review the migrated data to verify it.

VA resources time is limited and may be affected by other ongoing projects and the resources’ normal job. While it may be possible for the VA to bring in additional staff to support this effort, it will take a significant amount of time to get any such resource up to speed.

8.2 Timing

For the data migration to run smoothly and have as few exceptions as possible, it is important to provide a number of constraints on when the migration should happen and how long it should take.  

All migrations of financial data will take place during a month end period after the books are closed for the period. This will reduce the number of open documents and is also the best time that VA personnel would be transitioned to a new system. The VA’s fiscal year ends on September 30th. 

8.3 Migration Recovery

The IFAS project involves the replacement of critical VA systems, making recovery from failed migrations critical and time sensitive. The migration must at a minimum meet the following requirements for recovery.

Maintaining good backups of systems being changed is a core need for timely recovery. In several cases, both the source and destination will be changed by the migration, so both will potentially have to be archived just prior to the migration start. Assuming multiple migrations are progressing together, backups between these migrations may be desirable.

The following 3 levels of failure need to be addressed:

A)  Individual station migration reversal (no updates applied) -  Immediately following a planned migration and an individual station has been identified as needing to be backed out, then that must be completed within 24 hours, and must not result in system of record downtime that interrupts VA operations.  Pre-developed back-out processes, which have been thoroughly tested during testing and verification, will be utilized to accomplish this.

B)  Individual station migration reversal (updates have been applied) -  Once a station has been migrated and processing has taken place within IFAS, but EOM processing has not yet taken place, and an individual station has been identified as needing to be backed out, then that must be completed by the next EOM processing.  This will allow the customer to continue to utilize IFAS, until the migration back into FMS has been completed, and must not result in system of record downtime that interrupts VA operations.  Pre-developed back-out processes, which have been thoroughly tested during testing and verification, will be utilized to accomplish this.

C) Total Migration reversal - Even the best migration can be found to be faulty long after updates have been applied and EOM processing has completed successfully within the destination system. To combat this, a reverse migration plan must be documented that describes how reverse migration will be performed and managed. Should a reverse migration be needed, it must complete in at most 30 days after discovery of the problem, and must not result in system of record downtime over this period.
8.4 Interface Interactions

Data migration and interfaces to maintain the migrated data are tightly coupled. Performing a migration without the proper interface in place will require follow-up migrations, while pre-deploying interfaces may result in errors in the destination system. There is also the issue of timing as a migration may take a significant amount of time, yet the source and destination must be active during this time. The station based migration that will take place for much of the financial data requires that interfaces direct financial messages based on the station to FMS or IFAS.

8.5 Testing/Verification

Formal testing and verification will be required of the migrations at multiple levels. All plans and designs will require VA approval. Plans, Designs, Approvals, and the results will all require verification from quality assurance groups. Prior to all production migration (including reverse migrations), the migration process will be tested and verified in a dedicated test environment. VA Quality Assurance groups will ultimately determine if a migration must be rolled back. IEEE System Transition Plan template EIA/IEEE J Standard-016 E2.4 and IEEE Std. 12207 Clause 5.5.5.2 and 5.5.5.3 will be used to review/approve the migration plan. 

8.6 Exceptions

Exceptions to the standard migration approach are expected because not all data will conform to the IFAS solution. Exceptions may be processed manually or in an automated way, but in either case, they must be documented and verified.
9 Data Migration Document

This section describes a minimum set of required areas to address in the data migration document. The data migration document will be created after award by the IFAS vendor to describe at a detailed level what will be migrated, how it will be migrated, and when it will be migrated. This section is not intended to provide the full and complete set of requirements of this document, but rather enough knowledge to understand the scope of work involved in creating this plan as well as highlight topics that may not have been addressed elsewhere in this guide.

9.1 Planning and Process

A number of planning related areas must be addressed in the data migration document to ensure that the effort is properly coordinated. 

Table 9‑1: Data Migration Document Planning Elements

	Subject
	Description

	Work Breakdown Structure
	Describes the timeline and tasks needed to successfully perform the data migration. This must be part of/in sync with the deployment WBS. 

	Process
	The document must describe the data migration process that will be used to migrate the data between the source and destination systems. Both the process for individual migrations, and the overall migration process for the project must be explained. How exceptions and failed steps are handled should also be detailed.

	Resources
	Identify the resources needed for the migration from both the IFAS vendor and the VA. This should describe the migration team makeup as well as ongoing resources to coordinate the migration teams.

	Recovery/Back Out
	The document must cover a data recovery/back out plan to allow the reversal of a complete migration that is found to be invalid or a migration that is aborted before it is completed. It must also provide a plan for reverse migration should significant work have been completed on IFAS before migration errors are found.


9.2 Data Analysis and Migration

The IFAS vendor will need to perform a thorough analysis of the data to be migrated and produce documentation that explains the technical details of the migration.

Table 9‑2: Data Migration Document Data Analysis and Migration Elements

	Subject
	Description

	Source
	The document must provide a detailed understanding of the source data including the storage device characteristics, structure of the data to be migrated, volume of records to be migrated, and any technical/performance issues that must be mitigated.

	Destination
	The document must provide detailed knowledge of the destination data including storage device characteristics, structure of the data being migrated, expected size and volume characteristics of the result, and any technical/performance issues that must be mitigated.

	Cleansing
	The document should provide comprehensive identification of situations that will require data cleansing as well as what will be done to cleanse the data prior to migration.

	Extraction
	The document must describe the process that will be used to extract the data from the source system, including timing and technical constraints.

	Transformation
	How the source data is transformed into the destination structure must be described in detail. This is a mapping of the source data to the destination data including the business rules used.

	Load
	The document must describe the process that will be used to load the transformed data into the destination database.

	Validation/Testing
	The document must describe the approach to validating that the migration was successful, accurate, and complete. It must also provide an approach to validate that the data is being used properly within the IFAS.

	Exceptions
	The document must identify exceptions to the transformation including untranslatable and potentially untranslatable data. Each such exception must have a mitigation approach identified that provides an understanding of impacts and risks.

	Migration Tools
	Tools developed or used for the data migration must be described extensively. This includes ETL tools, tools used for cleansing, tools for verification, and other tools.
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