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foundations

Introduction

The Veterans Health Administration (VHA) Enterprise Architecture (EA) XE "Enterprise Architecture (EA)"  is supported by a set of core underpinnings.  These foundational elements form the starting point upon which the framework rests, and from which design choices are made.  The architecture is greatly influenced by the context in which it must exist and by principles that serve as its compass.  Finally, the Reference Architecture XE "Reference Architecture"  and Technical Reference Model (TRM) XE "Technical Reference Model (TRM)"  provide orientation and allow consistent views in an ever-changing landscape.  The following sections describe the EA Foundations for VHA.

Purpose

The VHA EA is a comprehensive and integrated framework designed to strategically enable the Administration's business objectives.  The EA provides the context for making effective, consistent decisions regarding information resources throughout VHA.  It pertains to all information systems that support VHA management and operations, explicitly recognizing the missions, goals, and business needs of VHA.  The EA described within the EA 2001 XE "EA 2001"  can be a useful resource for both VHA stakeholders and outside organizations interested in VHA’s architecture.

There are four primary motivators associated with publishing the EA 2001.  First is the goal to institute an adaptive architecture that aligns with and enables VHA business requirements XE "business requirements" .  Second is the provision of a blueprint to guide the Office of Information (OI) XE "Office of Information (OI)"  in future work efforts.  Third is to demonstrate harmony between the EA 2001 produced by the Department of Veterans Affairs (VA) XE "Department of Veterans Affairs (VA)"  with that of the VHA.  Fourth is to meet the requirements of the Clinger-Cohen Act XE "Clinger-Cohen Act"  of 1996 and related expectations of Government oversight organizations.

Specifically, this document does the following:

· Presents a high-level architectural vision for VHA

· Identifies tactical initiatives for strategic investment that support the architectural vision

· Establishes a reference architecture model XE "reference architecture model"  for VHA

· Aggregates and establishes a set of broadly applicable technical and security standards XE "technical and security standards" 
· Presents a set of architectural models that depict the business, information, applications, data, and infrastructure environments

· Provides guidance and recommendations for future development efforts to ensure their consistency with the Architecture XE "Architecture" 
Scope

The Enterprise Architecture Office XE "Information Technology Architecture Office"  has operational responsibility for the development, maintenance, and communication of the VHA EA.  From the EA perspective, the group is specifically responsible for the following:

· Enabling VHA business requirements through coordinating VHA EA development and maintenance activities

· Effecting a repeatable process for soliciting stakeholder XE "stakeholder"  feedback and continuous EA improvements

· Developing an architectural vision XE "architectural vision"  and framework XE "framework"  to guide future OI work efforts

· Communicating, educating, and integrating the VHA EA within VHA and the VA

· Ensuring effective architectural oversight XE "architectural oversight"  to VHA

· Facilitating compliance with the Clinger-Cohen Act XE "Clinger-Cohen Act"  and other legislative mandates as they relate to the EA

The VHA EA 2001 XE "EA 2001"  guides and supports VHA's current and future enterprise architecture initiatives.  The scope of this architecture encompasses all information systems that support VHA management and operations including the following:

· Veteran Health Information Systems and Technology Architecture (VISTA) XE "Veteran Health Information Systems and Technology Architecture (VISTA)" 
· VHA-developed applications

· Commercial Off the Shelf XE "Commercial-off-the-shelf"  (COTS) applications 

· Applications acquired through sharing agreements

· Subscription-based applications

· Corporate information systems

Approach

The EA 2001 XE "EA 2001"  is produced and maintained through use of an “evergreening” process XE "\“evergreening\” process" , consistent with the continuous changes occurring within the scope of EA Architecture. “Evergreening” is an open-process philosophy that involves maturation through stakeholder involvement, particularly the Veterans Integrated Service Networks (VISNs), XE "Veterans Integrated Service Networks (VISNs),"  Chief Information Officers (CIOs), XE "Chief Information Officers (CIOs),"  Architecture Planning Workgroup (APW), XE "Architecture Planning Workgroup (APW),"  and OI XE "OI"  staff.

As an evolving document, it is updated periodically as business functions and needs evolve, and as new technologies are identified.  The “evergreening” process XE "evergreening\” process"  of VHA’s Architecture is key to achieving business and technology alignment XE "technology alignment"  and to demonstrating continuous and incremental evolution.  Publication occurs annually, with incremental updates and extensions occurring more frequently as technology changes or organizational demands dictate.  This document is not meant to stand alone; it stands side-by-side with other publications, such as business strategies, IT strategic plans, and specific implementation plans.

Production of the EA 2001 XE "EA 2001"  began with a review of the predecessor VHA ITA 2000 XE "ITA 2000"  document.  That document was analyzed and changes within VHA's architecture, vision, projects, goals, and drivers (business, technology, and legislative) were incorporated, and other important areas such as Business Architecture were more formally introduced.  Also, based upon user feedback, the document was redesigned with respect to organization, clarity, style, and ease of use.  The resulting document was reviewed both internally and by outside organizations, and feedback incorporated.
Planning for the VHA EA 2002 XE "EA 2002"  document has already begun.  Work on formalizing a comprehensive Process Architecture section is underway as is maturing the nascent Business Architecture XE "Business Architecture"  established this year.
Context
A huge number of factors come into play when introducing a robust architecture capable of supporting demanding business requirements.  The proverbial IT XE "IT"  sandbox is complex, multi-dimensional, and presents formidable challenges.

VHA and its EA are at the confluence of health care, technology, and government.  Each of these sectors is highly active and has within them powerful, turbulent drivers that directly impact the architectural vision.  Business drivers embrace both health care and government, and to some extent, they include technology.  Though these drivers are referenced throughout the EA, they are contained within other VHA documents produced by people in the actual business community.  These drivers have significantly affected the target architecture.

Also affecting the target architecture are pre-existing constraints, which severely influence available opportunities.  All too often, potential solutions present themselves, wishfully, from the perspective of a perfect world, and prove unfeasible when the reality check of legacy integration is applied.  A close companion to this dimension is the scalability test.  Time and again an elegant solution “on paper” or “in the lab” will fail miserably when scaled to a thirty-four billion-dollar enterprise with servers numbered in the thousands and over one hundred fifty thousand client workstations spread throughout the United States and its territories.

There are numerous VHA cultural issues that have a wide range of influences on the architectural vision and its actual implementation.  One example is the relative ability of the enterprise to assimilate technology momentum and effectively incorporate its use into business processes.  Accommodating high-velocity technology with half-lives measured in months is especially difficult in a large organization in which long chain-of-command approvals and consensus agreements are commonplace.

A second factor that influences implementation is organizational commitment.  While desirous of effective solutions, the organization has a history of faltering at the point of obligation, or even worse, abandoning its follow through because of distraction or waning determination.  The architectural vision is mindful of these risks and tempered by the effects of cultural drag.

In spite of these challenges, positive factors are evident.  Pockets of “attractors” are emerging that are setting the conditions for self-organizing partnerships.  These workgroups are producing architectural components that are re-usable for different business solutions.  These re-usable components are witnessed by the spin-offs surrounding Public Key Infrastructure (PKI) XE "Public Key Infrastructure (PKI)"  activities as well as the synergy and prototype work related to VISN XE "VISN"  data warehousing and corporate data registries across many government agencies.

The above factors are helping to form the basis for VHA to transform its notion of architectural approach.  Changing the perception of architecture as a static blueprint, that is, “build it and we are done,” to one of a continuous, incremental “evergreening” process XE "\“evergreening\” process"  is essential to our future success and an integral part of our vision.

What follows is a measured vision—a portrayal of a desired future architecture that will position VHA to be highly successful.  It has calculated risk, with the expectation of huge rewards.  Though clearly ambitious by our current cultural standards, this architecture presents an attainable goal that will succeed in propelling VHA as an early adopter of key technologies influencing health care.  One challenge stands in its path:  our will to see it through.

Principles

IT XE "IT"  principles are the fundamental truths about the organization's mission, business enterprise, and philosophy.  These principles are intended to guide information system decisions at all organization levels.  They serve to define the collective needs of the business enterprise for information systems in support of VHA’s mission, goals, and strategies.  It is both possible and desirable to test information system initiatives and architectural directions against these principles as one method of assessing their organizational value.  These principles are also guidelines in shaping the VHA EA.

These principles are oriented to four perspectives and profiled below:

· Stakeholder XE "Stakeholder" 
· Enterprise XE "Enterprise" 
· Architecture XE "Architecture"  and infrastructure XE "infrastructure" 
· OI XE "OI"  Obligations
Stakeholder

Our primary stakeholder XE "stakeholder" s are clinical knowledge workers in terms of numbers and importance.  Stakeholder-focused principles underscore the expectation of our information delivery systems as being stakeholder-centric and not technology-centric solutions.  Effectiveness, usability, and value, as measured by stakeholder satisfaction, have a higher importance than technical sophistication.

Within cost-effective boundaries, our information architectures and subsequently our installed software and hardware platforms must adapt to meet our stakeholders' changing information needs.  Introducing technology must be regulated by how well it improves stakeholder product and services quality.  We must avoid process-centric and technology-centric solutions that do not contribute bottom-line value.

The specific principles within this category are the following:

· The stakeholder focus is most important.

· Stakeholders have a right to expect and receive timely information of the highest quality, both in content and service.  Establishing stakeholder “trust XE "trust" ” is paramount.

· End-user tools must provide common interfaces that are intuitive, consistent, flexible, and secure.

· Direct access to information systems is available to users throughout the workplace.  Information and data are available to, and shared with, those who have a need to know, whereas information about databases and data is available to, and shared with, anyone who asks for it.

Enterprise

A learning organization is especially dependent on its ability to recognize the value of well-managed information and information resources.  To support the enterprise we must invest in full-fledged data administration activities.  Policy must be established that delineates the availability and archiving of data commensurate with its organizational value.  The success of the enterprise is critically dependent on how it manages its information.

The specific principles within this category are the following:

· VHA information and data are owned by the enterprise and managed accordingly.  These corporate assets are maintained via business unit stewardship.  Every corporate system shall have an identified consumer(s), steward, operator, and system designer.

· Common definitions and data standards exist department wide.

· Data are gathered once at the source and re-used at multiple sites in a planned and controlled manner.

· As a learning organization, maximum on-line availability of information is supported to promote knowledge dissemination, enhance individual and organizational development, increase collaboration, and support decision-making.

· Work simplification by elimination and integration is preferred to automation, whether developing new or enhancing existing information systems.

· New information systems are established and developed, and existing information systems are enhanced, beginning with high-priority programs and according to a consistent, administration-wide methodology.

· Using information tools proficiently is a shared responsibility that rests between the tool provider and the user.

Architecture and Infrastructure

The EA provides the context for making effective, consistent decisions regarding information resources throughout VHA.  This context involves a process for overall planning and coordination of information infrastructure XE "infrastructure" , applications, and information services.  An EA supports a plan that recommends engineering practices, and prescribes components, their interconnections and configurations.  The VHA’s EA is at the intersection of government, health care, and technology.  For us to capture sustained excellence in meeting our mission, our EA and infrastructure must be purposeful, robust, and rapidly adaptable.

VHA’s information infrastructure is the cabling, equipment, software, services, desktop tools, and support that provide and maintain the connections among users’ desktop workstations and other information resources.  Information infrastructure also consists of intangible assets, such as policy and procedures, methodologies, meta data, and analysis in which VHA has a significant investment.

The specific principles within this category are the following:

· The EA continues to evolve and adapt to stakeholder XE "stakeholder"  and business XE "business"  needs.

· Duplication of information systems performing the same function is to be avoided unless specific analysis determines they should be unique.

· Each system promotes VHA mission-critical values XE "mission-critical values" , addresses critical aspects of Administration goals and strategies, and directly supports our business principles XE "business principles" .

· Security XE "Security"  is designed into data, products, and services.

· Infrastructure XE "Infrastructure"  is based upon interoperability and standards and is designed to maximize sharing.

· Vendors and protocols are transparent to users.

· Solutions take the risks associated with technology into account and are scaleable both up and down.

· Our information base is flexible to serve the needs of many users.

Office of Information Obligations

The designated manager of information resources within VHA is OI XE "OI" .  Principles associated with OI obligations are intended to reflect prudence and responsibility.  OI must guard against maintaining the status quo or lingering with technologies or methods simply because they may be comfortable.  Conversely, OI must not rush to employ new technology solely because it captures attention.

Our EA, existing infrastructure XE "infrastructure" , and our methods must be continually tested for value.  Operating in this mode requires a genuine commitment to training, staffing, contracting, and exploration to discover new opportunities to improve service to stakeholders.

The specific principles within this category are the following:
· Our approach to solutions employs cost effective technologies and methodologies that facilitate business activities, meet stakeholder needs, and add value.

· Our methods are to reuse before buying, and buying before building, whenever practical.

· Information systems design will incorporate modularity in support of flexibility and, at a minimum, separate presentation, application, and data/content levels.

· Successful usability, scalability, and performance testing will be achieved prior to full deployment of any product or system.

Broad Architectural Goals

Six dominant elements describe the broad architectural goals of the EA.  These elements are discussed as separate entities for presentation purposes.  In reality, the goals are interrelated and do not stand alone.

The elements are the following:
· Patient Health Centered XE "Patient Health Centered" 
· Services Oriented XE "Services Oriented" 
· Standards Based XE "Standards Based" 
· Secure

· Component Based XE "Component Based" 
· Web Enabled XE "Web Enabled" 
Patient Health Centered

Patient-related medical information, whether in or out of the official medical record, has historically been facility- or location-based.  Even within a facility, ancillary information such as laboratory, radiology, and pathology information has been kept under the control of individual services.  Although these sorts of information have legally been defined as part of the patient’s medical record, in practice it has been very difficult to consolidate all relevant information.  Paper, film, slides, and videotapes have been difficult to keep in temporal sequence or even proper diagnostic association.

To compound the issue, VHA field systems are products of the workload capture era.  Their original design was skillfully tuned to alleviate keypunch-reporting burdens and to roll up workload information to corporate systems at the Austin Automation Center.  Since their deployment, many major VISTA XE "VISTA"  applications have undergone repeated adaptation to function as departmental systems; Lab, Pharmacy, Radiology and Patient Information Management System (PIMS) XE "PIMS"  are examples of this adaptation.  Current inclinations are to lash these applications, or their data files, into a form of electronic medical record.  This approach does not address underlying structural weaknesses; nor does it provide adequate adaptability for anticipated business shifts into patient Electronic Services Delivery XE "Electronic Services Delivery" .

In the modern era, patient care occurs across multiple locations and multiple disciplines, but patient and societal expectations are that the services rendered across these divides will, in fact, be integrated.  Different care providers will be—with patient consent—aware of, and have access to, the information gathered or produced by others.  Only now, with the advent of electronic medical record components, can patient-centered information be made available at any required location.

A genuine electronic health record XE "electronic health record"  as specified by such organizations as Computerized Patient Record Institute-Healthcare Open Systems and Trials (CPRI-HOST), XE "Computerized Patient Record Institute-Healthcare Open Systems and Trials (CPRI-HOST),"  American Society for Testing and Materials (ASTM), and Health Level Seven (HL7 XE "American Society for Testing and Materials (ASTM), and Health Level Seven (HL7" ) will exist as a higher-level functional extension to both the Health Data Repository and Electronic Health Record Architecture (EHRA). XE "Health Data Repository and Electronic Health Record Architecture (EHRA)."   It will provide functionality to capture, store, process, communicate, secure, and present health information.
Services Oriented

Our architecture vision includes implementing a service-based Architecture, also known as Common Services Architecture (CSA) XE "Common Services Architecture (CSA)" .  In contrast to the monolithic software architecture of a single application, a service-based architecture forms a “services back plane” that will provide the technical underpinning support to open up systems and applications.  Instead of viewing applications as stovepipes addressing specific niche needs, a CSA transforms these applications into the integration of granular “Lego” XE "\“Lego\”"  building blocks of common services that can be re-used application to application.

The key is to create sharable interfaces capable of supporting identified requirements.  Based on these services, these “Legos” can be used to enable existing and legacy applications to intercommunicate with new service capabilities.  This approach provides a legitimate glide path to integrate existing applications and capabilities into the architecture.  New services can be integrated into this architecture as long as they implement interfaces corresponding to the defined signatures and behaviors.  The key to this architecture is marshalling the application’s processing flow and promulgating department policy requiring its adoption.

This approach allows the EA to provide the architectural basis for application interoperability, a key requirement that must be addressed in new development and future purchases.  Initial services included within this architectural vision include patient identification, lexical mediation, authorization and access control, authentication, and directory services.

Standards Based

An open systems approach based upon those standards influencing the marketplace is a constant in our vision.  Widely accepted industry standards provide the strongest of architectural foundations.  Our architecture values many characteristics that standards help deliver, including adaptability, portability, interoperability, and maintainability.

A standards based architecture XE "standards based architecture"  is a strategic fulcrum when leveraging business innovation in a technology-based market.  Investing in standards development and specifying purchasing and design standards are the best means to reduce the risk of platform and vendor dependence.  Reduced complexity and increased efficiency will reduce development, support, and maintenance costs.

A variety of standards organizations will provide structural support to the framework.  Working at national and international levels, within the health care domain and outside of it, Standards Development Organizations (SDOs) XE "Standards Development Organizations (SDOs)" , such as International Standards Organization (ISO), XE "International Standards Organization (ISO),"  HL7 XE "HL7" , Object Management Group (OMG), XE "Object Management Group (OMG),"  American National Standards Institute (ANSI) Accredited Standards Committee X12 (ASC X12 XE "Accredited Standards Committee X12 (ASC X12" ), ASTM XE "ASTM" , World Wide Web Consortium (W3C), XE "World Wide Web Consortium (W3C),"  Digital Imaging and Communications in Medicine (DICOM), XE "Digital Imaging and Communications in Medicine (DICOM),"  Health Informatics Standards Board (HISB) XE "Health Informatics Standards Board (HISB)" , and Internet Engineering Task Force (IETF) XE "Internet Engineering Task Force (IETF)"  will prominently figure into our future success.
Secure

Security XE "Security"  by its nature is a pervasive function, permeating virtually every architectural element.  The goal is to provide a comprehensive, measurable, and cost-effective security architecture framework (SAF). XE "security architecture framework (SAF)."   A SAF will preserve patient privacy XE "patient privacy" , protect VHA information and system assets, and provide confidentiality, integrity, and availability.  One simple performance test is whether it provides greater confidentiality protection and data integrity for the computerized patient record, while extending support to patient care beyond what is achievable with paper medical records.

The SAF's value, as an integral part of our Architecture, is that it provides a structured approach that systematically addresses stated policy and legislation requirements and meets threats and risks to VHA’s clinical, administrative, and financial IT XE "IT"  infrastructure.

To protect our information systems against unauthorized access, our architecture will enable security services that grant authenticated users physical access to perform authorized functions, with mechanisms to prevent repudiation.  Authorization to use applications and other system resources will be based on structured access rights and privileges.  Audit trails will monitor the modification of information to ensure adequate accountability.  The Architecture will protect data through encryption services and other confidentiality measures.  Necessary redundancies and business continuity strategies will be implemented to ensure high availability of the VHA’s information assets.

The Information Security Architecture's XE "Information Security Architecture's"  key goal is ubiquitous, uniform, and secure information delivery to any authorized system or user, at any time, to any place, over any path, while ensuring patient privacy, data integrity, confidentiality, and availability.

Component Based

A component based architecture XE "component-based architecture"  will allow significant flexibility in application implementation and adaptation.  Through standard interfaces, components will comprise the building-blocks supporting the entire organization as an application infrastructure fabric.  Ironically, these smaller discrete components prove to be an enabler of big picture and systems thinking, addressing portability across heterogeneous platforms through a shared technological infrastructure. XE "technological infrastructure." 
Application encapsulation will be achieved both horizontally and vertically.  Future applications will be purchased, or even rented, and developed based upon the extent they support compontents integration.

When applied within systems integration efforts, this approach allows for marketplace competition based upon effectiveness.  It will also minimize, or eliminate, the risk of being limited to a particular vendor’s product line.  Concurrent development activities can occur and interoperate without the need for coordinated, specialized interface or heroic delivery measures.
Web Enabled XE "Web Enabled" 
A Web browser XE "Web browser"  will be the primary delivery vehicle for the vast majority of information presentation.  An architecture that embraces Web-based approaches offers many opportunities for both the stakeholder and developer communities.  Given the pervasiveness of the Web and the degree of independence among platforms that it provides, it is a natural selection consistent with the standards-based, component-based application infrastructure that has been chosen.

Web enabled architecture also entails the use of Web technologies like Extensible Markup Language (XML) XE "Extensible Markup Language (XML)" , Extensible Style Language (XSL) XE "Extensible Style Language (XSL)" , Hyper-text Markup Language (HTML) XE "Hyper-text Markup Language (HTML)" , XML Meta Data Interchange (XMI) XE "XML Metadata Interchange (XMI)" , Wireless Application Protocal (WAP) XE "Wireless Application Protocal (WAP)" , Wireless Markup Language (WML), and Hyper-text Transfer Protocal (HTTP) XE "Hyper-text Transfer Protocal (HTTP)"  by applications to deliver content to the browser/micro-browser.  Because these technologies allow the transfer of both data and meta data XE "metadata" 
, they separate logic from the underlying structure.  This separation permits the browser-based application to apply information as suited, allowing for more consistency from a data integration and delivery perspective.

VHA’s health care delivery models will migrate to the Web.  Web content and service delivery will be extended to pervasive wireless devices such as PDAs XE "PDAs" , smart phones XE "smart phones" , monitoring devices, prescription writers, and two-way pagers XE "two-way pagers" .  The Web will support voice, video, data, and images.

Critical Attributes

“Indeed, a primary goal of new-world architecture is to create an enterprise more adaptable to change than an old-world enterprise… The new-world enterprise needs new-world IT, with kaizen-capable computing, rapid application development, information superhighways, and enterprise architectures that facilitate open connection.  The culture of the new world is one of constant learning and experimentation...The problem in most corporations is that their present architecture represents a world gone by, but a seismic upheaval is needed to make the transition from the old to the new world.”

Dr. James Martin XE "Dr. James Martin" ’s
 statement identifies core properties of a successful EA.  For an EA to enable a business enterprise to respond to change, the architecture itself must be adaptable.  This property is the most important attribute the VHA’s future EA must possess.

Critical EA Attributes

Adaptability is key to the VHA’s future EA, however, the Architecture XE "Architecture"  must possess other critical attributes as well.  Eight critical EA attributes are listed below along with corresponding performance measures.

1. Adaptable:  the future information infrastructure XE "information infrastructure"  comprises flexible or easily replaceable components that can readily adapt at the same pace as our business.

Performance measure:  is the EA tactically agile such that major business initiatives can move forward without delays caused by infrastructure barriers?

2. Patient health centered XE "Patient health centered" :  the IT systems are configured and tuned to focus on supporting the health of the veteran population, contributing to maximizing patient functionality, outcomes measurement, and health value.

Performance measure:  are IT systems designed and developed from a patient-centric, global perspective?

3. Accessible XE "Accessible" :  the architecture facilitates the users’ ability to obtain or supply the right information in the desired form quickly and easily.
Performance measure:  does the architecture provide various user interface types that are available at the right access points and satisfy the needs of the various categories of users (e.g., providers, support staff, veterans)?

4. Interoperable XE "Interoperable" :  the VHA’s Architecture provides a framework that facilitates reliable and seamless data exchange between heterogeneous applications throughout the business enterprise in a consistent manner.

Performance measure:  does the Architecture employ standards-based data interchange methods that maintain data integrity and provide for multi-point sharing?

5. Connected XE "Connected" :  the Architecture promotes membership of the VHA’s information systems (and consequently our users) into a much larger community.
Performance measure:  does the architecture make possible data interchange with external knowledge sources (via the Internet), alliances, partners, administrations, and agencies?

6. Secure XE "Secure" :  the Security Architecture preserves and protects against unwanted loss, damage, or disclosure of data.
Performance measure:  are documented breaches and the results of planned penetration studies within acceptable limits?  Are continuous architectural improvements being made in anticipation of future needs?

7. Maintainable XE "Maintainable" :  the Architecture uses highly leveraged, cost effective, modular, and readily available technologies.
Performance measure:  does the Architecture avoid unnecessary complexity, tightly coupled systems, native interfaces, and proprietary solutions where reasonably avoidable?

8. Standards based XE "Standards based" :  the Architecture makes extensive use of standards.
Performance measure:  does the Architecture widely employ the standards identified in the VHA Standards Profile?

An EA that possesses these attributes serves as the glue that binds the organizational aspects of business processes, information needs, application systems, data definitions, and delivery systems.

VHA Reference Architecture Model XE "Reference Architecture Model" 
The VHA Reference Architecture Model is a high-level abstraction, or depiction, of the relationships among business processes, information needs, application systems, data definitions, and delivery systems or infrastructures.  The model acknowledges the standards and security profile and how they logically interconnect through business, information, and technology requirements.  The model also provides a general framework that is useful in organizing future planning and implementation efforts and is a valuable aid in understanding both how current systems operate and how evolution of systems can and should proceed.

Figure II-1 VHA IT Reference Architecture Model, is directly traceable to the National Institute of Standards and Technology (NIST) XE "the National Institute of Standards and Technology (NIST)"  reference architecture model.  The NIST model was developed in a NIST-sponsored consensus meeting.  The VA adopted the NIST model as the Department level reference model.  The major difference between these models is that NIST represents the stratification of levels in a pyramid shape while VHA uses a cube.  VHA chose the cube to avoid any inference of hierarchy.

The front face of the cube corresponds to the levels of the VA Reference Architecture Model (relabeled, slightly, as business, information, applications, data, and infrastructure).  The top of the cube reflects that rules related to policies, standards and security apply to each level in the model.  The right face of the cube represents the passage of time.

Figure II-1 VHA IT Reference Architecture Model XE "Reference Architecture Model" 
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The process of developing the VHA reference architecture model included adapting the model above to meet VHA's needs.  This adaptation was accomplished through the following procedures:

· Achieve consistency with the VA Architecture:  accomplished through participation in an IRM-sponsored group that brought together IT architects from VHA, Veterans Benefit Administration (VBA), XE "Veterans Benefit Administration (VBA),"  and National Cemetary Administration (NCA) XE "National Cemetary Administration (NCA)"  to address the Secretary’s “One VA” XE "\“One VA\”"  initiative.

· Contract activities:  included contracting for technology and industry trends analysis, modeling approaches and tools, distributed object models, and convergence of HL7 XE "HL7"  and object technologies XE "object technologies" .

· Development of descriptive models:  involved standardizing forms of representation as well as the tool sets to be used, and the production work necessary to create a specific product.

· Development of EA rules XE "EA rules" : (1) required generalizing the concept of profiles to that of architecture rules that were capable of representing standards, security practices, and a variety of other cross-cutting aspects of architecture guidance and definition.  (2) EA rules were derived from existing organizational and technical policies, as well as design decisions made by the architects.  In addition, previously developed sets of IT principles were integrated into the rule representation.

Technical Reference Model XE "Technical Reference Model" 
A TRM is a conceptual framework that describes and discusses actual and proposed systems within a specific domain.  It is based on descriptions of services, with related services grouped into entities.  Relationships among these entities may be represented in the model; often this is done as part of the descriptions of the services.

This TRM XE "TRM"  is a tool to promote integration and interoperability within the VHA IT infrastructure.  It serves as a roadmap for consistent systems and technology solutions, evaluation selections, and development.  The TRM provides a high-level framework and technology architecture guideline for VHA, and does not target specific technologies.

Approach

It is common practice for reference models to be constructed by adapting an existing reference model whenever it seems to closely fit one’s domain and purposes.  The basic concepts and architecture contained in the VHA TRM are primarily adapted from and based upon the Institute of Electrical and Electronics Engineers (IEEE) XE "Institute of Electrical and Electronics Engineers (IEEE)"  Guide to the Portable Operating System Interface (POSIX) XE "Portable Operating System Interface (POSIX)"  Open System Environment (OSE XE "Open System Environment (OSE" ), which is highly generalized to accommodate a wide variety of general and special purpose systems.

To foster consistency within the federal government, VHA has adopted a similar taxonomy and graphical representation as the DoD XE "DoD"  TRM.  To further foster this consistency, the 1999 VHA TRM XE "VHA TRM" /Standards Profile (TRM/SP) XE "Standards Profile (TRM/SP)"  was compared to the DoD TRM/SP that was current at that time.  The documents were compared on a standard by standard basis to determine the extent of compatibility between the two.  Over 90 percent of the standards identified in the two documents were the same.  Similar comparisons will be conducted in the future as each agency updates their TRM/SP.

The VHA TRM/SP was used as a starting point to develop the VA TRM/SP.  An iterative process was used to update the VHA TRM/SP.  Annual synchronization of the two is planned.  As new standards are identified for adoption and determined to support the EA, they will be added to the TRM/SP.  An updated TRM/SP will be published at least annually.

Objectives

The purpose of the VHA TRM XE "VHA TRM"  is to identify a comprehensive set of IT standards, services, protocols, and products that define the target technical environment for acquiring, developing, and supporting VHA information systems.

The VHA EA describes a future architecture that is highly distributed.  IEEE XE "IEEE"  describes a model for distributed systems that closely aligns with this future architecture.  VHA’s adaptation of this model can enable accommodation of a variety of standardization approaches and support the interaction of multiple application platforms in a way that makes the application platform transparent to the user or external environment.

The TRM XE "TRM"  serves as a framework for technology harmonization across the organization, a template for checking the appropriateness of the technical function of an application, and a framework for mapping the standards profile to a new IT initiative.

Application of the TRM presented in this document can result in improvements to user productivity, development efficiency, portability, scalability, interoperability, security, and manageability.  It will also promote vendor independence and can reduce life-cycle costs.

Services

This section describes the services that support TRM XE "TRM"  objectives.  The services have been divided into the following categories and sub-categories:

	Category
	Sub-category

	System
	· Language

· Core System

	Communications
	· Application Program Interface

· External Environment Interface

	Information
	· Supporting Applications

· Document Management

· Data Management

· Data Interchange

· Transaction Processing

	Human/Computer Interaction
	· User Command Interface

· Character-based User Interface

· Windowing System

· Graphics

· Application Software Development Support

	Security XE "Security" 
	· Technical

· Administrative


Summary

Architectural context, principles, design goals, and attributes are all forces that influence the Enterprise Architectural framework.  Through the lenses of the Reference Architecture and TRM consistent viewpoints are maintained, permitting reliable examination over time and technology choices.  These foundational elements play an important role in the long-term stability of the EA and ultimately have an effect on the success or failure of IT’s ability to enable VHA in meeting its business needs.

A stakeholder is any individual that uses VHA information or its information systems.  Our stakeholders are particularly diverse and include patients, clerks, managers, headquarters program offices, and external organization staff.





None of us knows what the next change is going to be, what unexpected opportunity is just around the corner, waiting a few months or a few years to change all the tenor of our lives.





 -Kathleen Norris, Hands Full of Living





Changing the perception of architecture as a static blueprint, i.e. “build it and we are done,” to one of a continuous, incremental “evergreening” process is essential to our future success and an integral part of our vision.








For us to capture sustained excellence in meeting our mission, our EA and infrastructure must be purposeful, robust, and rapidly adaptable.








The reference architecture defines the architectural relationships among business, information, applications, data, and infrastructure.





The VHA EA supports the mission, goals, and business needs of VHA.  It applies to all information systems that support VHA management and operations.





We must define our data, assign explicit stewardship for data and information classes, and establish a corporate data registry that may be searched using automated tools.

























































































































































































































































































































































































































































































� Meta data is definitional data that provides information about the data itself.


� James Martin is an internationally renowned business and technology consultant, lecturer, and author; � HYPERLINK "http://www.jamesmartin.com/content/our_leaders.htm" ��http://www.jamesmartin.com/content/our_leaders.htm�


� NIST reference:  � HYPERLINK "http://www.nist.gov/" ��http://www.nist.gov/�


� Carnegie Mellon Software Engineering Institute.  Department of Veterans Affairs Reference Models. May 1998.
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