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These questions pertain to new IT systems and/or collections of identifying information of at least ten individuals in the public, excluding Federal employees.





What individually identifying information is collected?  Include


Sources (veteran, general public, other agencies, etc.)


Collection media (Web form, paper form, computer transfer, etc.)





Information collected includes the following that is submitted from the veteran and/or their authorized “partners” and Federal, State and/or Local Agencies (i.e. Power of Attorney, training facility Certifying Officials, DoD, SSA, and courts etc.).





Veteran Personal data: Name, Address, Social Security Number, Family/Dependents, Marital Status, Medical Status, Birth Information, Death Information





Service Data: Reserve and Guard Participation, retired pay or severance pay, hazardous agent exposure, Branch of service, duty date, released date, type of discharge, separation reason





Medical Records: Military clinical records, government health records, vocational rehabilitation and employment records, line of duty investigations





Police Records: Incarceration at federal state or local facility, fugitive felon status, investigative reports for some accident





Guardian Information: Court proceedings, field examinations, appointment and bonding of fiduciaries, annual accountings





Veteran Dependent Data: Personal information including name and address, age, school status, relationship to the veteran, medical status





Account History: case/account number, identity of beneficiary, eligibility determination information, benefit information





Education Program Approval Information: Approved courses, effective dates, types of training, facility code, objective code, training type





Rehabilitation Program Approval Information: Institution certifications, licenses, approval information





Collection media includes Web forms, paper forms, and computer transfer depending on source.





 Why is the information collected?





All information is necessary in order to process Congressionally mandated benefit claims.





The intended use of the information.





To make eligibility determinations and monetary payment authorization for benefit claims.  Also used for statistical usage and budgetary reports.





With whom will the information be shared? (other agencies, organizations, systems, etc.)





Information is shared with other agencies, including DoD, DoT, DoL, and DoE by formal MOU.  Some data is also shared with authorized partners including State Approving Agencies, Training Facilities, and National Service Organizations.





How will individuals provide consent for collection and use of their personal information?





All collections are approved OMB forms and contain appropriate consent and release information.





How will information be secured?





All information is stored in VBA databases that are secured per VA/VBA security standards.





Is this system or collection part of a Privacy Act System of Records?  (If so, give SOR identifier).





The system is currently in development so it is not yet a part of a Privacy Act System of Records.  It will be upon deployment.
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