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FOREWORD

The Office of Inspector General’s (OIG) mission is to serve veterans, their families, caregivers, and the public by conducting effective oversight of Department of Veterans Affairs (VA) programs. The OIG recommends enhancements to VA services, operations, processes, and systems that will improve the lives of veterans and make the best use of taxpayer dollars. Each year, the Inspector General provides an annual update to VA summarizing the top management and performance challenges identified by OIG work, as well as an assessment of VA’s progress in addressing those challenges.

This year’s major management challenges for VA continue to align with the OIG’s strategic goals for addressing five areas of concern: (1) healthcare services, (2) benefits, (3) stewardship of taxpayer dollars, (4) information systems and innovation, and (5) leadership and governance. The OIG conducts extensive oversight of VA programs and operations in each of these five areas through independent audits, inspections, investigations, and reviews.

The challenges in these areas that VA must navigate in the fiscal year ahead have been identified by OIG personnel, other external oversight agencies and organizations, the veteran community, Congress, and additional stakeholders. They reflect the OIG’s unwavering commitment to veterans, their families, and caregivers, and the VA leaders and staff who serve them.

As we are well into the second year of the COVID-19 pandemic, our thoughts are with the families of the more than 12,000 veterans and over 150 VA employees who have died as a result of the virus. The OIG lauds the efforts of the numerous VA employees who have worked to treat and comfort veterans, their families, and caregivers. We also recognize the other efforts by VA personnel to address the many challenging situations caused by the pandemic, including working to assist communities in need across the nation. They have done so at significant personal risk. In addition, the OIG recognizes the many VA staff who have found innovative solutions to continue providing benefits and services during these challenging times.

MICHAEL J. MISSAL
Inspector General
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OIG CHALLENGE #1: HEALTHCARE SERVICES

Veterans and their families entrust their lives to VHA medical providers and staff every day at the more than 1,200 VHA facilities. They expect and deserve the highest quality of care delivered in a safe and accountable healthcare setting. Fundamental to providing this level of care is creating an environment where patient safety is the highest priority of all staff at every patient interaction, and any perceived compromises to that safety are reported and thoroughly evaluated.

This past year, the OIG has reported on high-profile instances in which facility leadership did not consistently promote a culture that prioritized patient safety as expected of a high reliability organization. Consequently, a combination of clinical and administrative failures created conditions that put patients at risk and, in some instances, allowed for the carrying out of horrific crimes against some veterans.

Among the worst, a former nursing assistant pleaded guilty to seven counts of second-degree murder and one count of assault with the intent to commit murder of veterans at the Louis A. Johnson VA Medical Center in Clarksburg, West Virginia. The former nursing assistant pleaded guilty to deliberately administering insulin to these patients in 2017 and 2018, resulting in profound hypoglycemia and death.

The OIG reviewed the events surrounding the homicides to understand how such actions could have occurred, whether they could have been detected earlier, and what actions should be taken to prevent future tragedies. The OIG found that the facility had serious, pervasive, and deep-rooted clinical and administrative failures that contributed to the criminal actions not being identified and stopped earlier. The failures occurred in virtually all the critical functions required to promote patient safety and prevent avoidable adverse events at the facility.

Also this year, the OIG completed its inspection related to allegations that a doctor within the Pathology and Laboratory Medicine Service at the Veterans Health Care System of the Ozarks in Fayetteville, Arkansas, was misdiagnosing patients’ pathological specimens and altering quality management documents to conceal his errors. It was also alleged that a facility leader did not adequately monitor the doctor’s clinical practice and failed to address misconduct.

After the doctor admitted to the OIG of a 30-year problem with alcohol and the more recent use of a substance with similar effects, but not detectable by routine testing, the OIG grew concerned about facility staff having observed signs of impairment earlier than 2016 but not formally reporting them as required. For example, a patient was diagnosed with lymphoma when the patient actually had a small-cell carcinoma. The doctor covered his tracks by falsifying the patient’s medical record. The patient later died due to misdiagnosis that resulted in the failure to have appropriate treatment.

When interviewed, staff who observed impaired behaviors shared concerns about reporting, including fear of reprisal. An administrative investigation board was initiated in 2018 and
evaluated the facility’s culture related to quality and safety reporting. The administrative investigation board found a lack of transparency in the pathology quality management processes and communication delays. The OIG determined that facility leaders did not foster a culture of accountability to staff. The OIG concluded that facility leaders did not meet VHA’s goal to establish an “environment in which staff act with integrity to achieve accountability."

**WHY IS THIS A CHALLENGE**

In every hospital, patients are exposed to known risks that are often inherent to that environment. Ultimately, quality health care is dependent on leaders who promote a culture of safety that reduces or eliminates those risks whenever possible. Providing high-quality health care to a diverse and complex patient population demands the support of, and adherence to, an organization-wide culture of safety. When this occurs, a patient-centric environment becomes the “norm.”

Conversely, systemic weaknesses in a facility’s culture of safety can have devastating consequences. The choices providers make in the delivery and management of health care may result in unintentional poor quality outcomes. An honest, open discussion of these poor outcomes is difficult and, at times, places extreme stress upon the personal and working relationships that exist within the healthcare system. Nevertheless, they must occur. The OIG’s reports continue to highlight examples of significant compromises to patient safety that persisted over extended periods of time without meaningful interventions or actions to correct and ultimately prevent patient harm.

**WHAT THE DEPARTMENT NEEDS TO DO**

The failure to create an environment where clinical staff and facility leadership work in concert to address unusual and unexplained patient deaths is an indication of the need to reconsider all aspects of VA’s patient safety program. A failure of facility leaders to vigorously explore or take action may promote perceptions that reporting will have no effect. Not aggressively addressing reports of safety issues can also discourage staff from complying with the facility’s policy to report observations of possibly unsafe treatment. VA leaders need to instill in all employees the understanding that patient safety is ultimately a consequence of accountability, adherence to protocols that prioritize high-quality care, and a shared responsibility among all who participate in that care to recognize and report any perceived compromises to that safety.

Finally, VA needs to (1) review the data collected as the basis for evaluation of patient safety within facilities, (2) complete the roll-out of VA’s High Reliability Program, (3) create a culture where honest discussions of difficult problems is encouraged and is the result of collaboration with VHA stakeholders, and (4) consider wider use of clinical case management rounds where difficult cases are objectively reviewed and alternative decision possibilities are discussed in an open provider patient safety forum.
OIG CHALLENGE #2: BENEFITS FOR VETERANS

Eligible veterans, their families, and caregivers must receive proper benefits and services in a timely manner. VBA has faced significant challenges as the result of the necessity of limiting in-person exams during the pandemic to keep veterans and personnel safe while at the same time minimizing benefit claims processing delays and ensuring claims are not prematurely denied due to missed or canceled in-person exams.

In the next fiscal year, staff will need to continue to navigate safety measures while working through the identified backlog of medical examinations, claims, and other matters, all while balancing ongoing demands. The pandemic’s effect on education, training, and the economy has been felt by veterans nationwide who have applied for a wide range of benefits. Similarly, the demand for healthcare benefits is expected to remain high.

The OIG has made a range of recommendations that will need to be implemented through the coming fiscal year to advance expeditious and accurate VBA decision-making and processes for delivering benefits.

Challenges include addressing previously identified recurring deficiencies such as inadequate planning for systems or process changes; mismanagement of backlogs; vague guidance for disability claims medical examinations processing and disability claims decisions; unclear definition of roles and responsibilities for local or regional oversight; lack of controls; and limited information technology functionality, which contributes to inefficiencies and inaccuracies.

As a result of these recurring issues involving VBA’s processes, compounded by COVID-19 demands, staff have significant challenges ahead maintaining the accuracy and timeliness of essential claims and conducting appeals-related activities.

WHY THIS IS A CHALLENGE

OIG reports have often identified significant challenges in VBA’s attempts to deliver accurate and timely claims decisions and appeals. Failures in timeliness, guidance, training, quality assurance, and systems have been well-documented, especially with regard to particularly complex claims, such as those involving conditions of the spine with secondary service connected conditions.

More recent OIG reports have identified the need for VA to enhance its strategy to reduce the disability exam inventory due to the pandemic and to reduce errors related to canceled exams. During a period of discontinued in-person exams, the OIG found that some claims were denied prematurely or improperly, based on notifications in VBA electronic records showing the veteran did not report for an exam, or the exam was canceled at the veteran’s or VA’s request. VBA later assured veterans that no final action—including the denial of claims—would be taken on claims when an in-person exam was needed. However, based on the results of the OIG review,
continued oversight of premature or improperly denied claims is needed to ensure appropriate action has been taken. Finally, VBA must further develop and test its strategy to reduce the growing inventory and incoming exam requests.

The MISSION Act focus on the delivery of more community care has also taxed VA processes and procedures, and the OIG has reported on mismanaged appeals of non-VA care claims and non-VA emergency care claims.

Finally, VA must also continue to address increased claims following the implementation of the Blue Water Navy Act of 2019 on January 1, 2020, which extended the presumption of herbicide exposure, also known as Agent Orange exposure, to nearly 90,000 veterans.

**WHAT THE DEPARTMENT NEEDS TO DO**

As VA continues to manage the effects of the pandemic on its facilities and staff, safety measures have been put in place and protocols have been communicated. Veterans have become less hesitant to report for in-person exams, and VA has steadily increased the number of compensation and pension exams it has processed.

The OIG has reported that VBA took a number of positive and decisive actions in response to the COVID-19 pandemic. However, VBA continues to need to enhance its strategies to help reduce disability exam inventory and backlog related to pandemic restrictions and take additional steps to address errors related to exam cancellations. Greater oversight is needed to ensure VA personnel and contractors comply with policies and procedures in examinations.

The OIG has made many recommendations in recent years related to improving the accuracy and timeliness of VBA’s claims decisions and appeals processes. VA has implemented and encouraged more training at the local levels to better complete assigned roles.

Finally, VBA must further develop, implement, and test its strategy to reduce the growing inventory of pending exams, while handling incoming exam requests. The plan must incorporate lessons from COVID-19 to ensure continuation of exam processing and prepare for future pandemic surges and other national emergencies. A detailed and tested strategy that draws on all its partners and resources will help VBA reduce the risk of further delaying veterans’ claims or denying them the benefits they are due.

**OIG CHALLENGE #3: STEWARDSHIP OF TAXPAYER DOLLARS**

The OIG has consistently identified procedures and strategies for improving the responsible use of VA-appropriated funds, including sound and closely monitored procurement practices and the need for internal controls. When funds are wasted or misused, valuable resources are diverted from benefiting veterans, their families, and caregivers.
VA continues to have serious control weaknesses throughout the organization with respect to financial reporting. These weaknesses are attributed to a decentralized and fragmented organizational structure for financial management; weaknesses in risk assessment and monitoring; the lack of an effective, comprehensive, and integrated financial management system; a challenging IT environment; and the undue reliance placed on manual processes to identify or correct errors with financial information.

These chronic reporting weaknesses have been highlighted much in the past, and also in recent OIG work as it examined VHA’s reporting of the billions of dollars in pandemic-related relief funds provided by Congress.

While the OIG found that VA met its congressionally mandated reporting requirements for the pandemic-related relief funds, the OIG noted three concerns that affected the completeness and accuracy of VA’s reporting to the Office of Management and Budget and Congress. First, obligations were at risk of not being included in VA’s reports; second, VA initially delayed the reporting of reimbursable obligated amounts for two months; and third, VA’s reports contained anomalies (negative dollar amounts in data fields that should only have positive amounts, which misstated VA’s overall reported obligations).

The OIG believes that due to VHA’s reliance on several accounting subsystems for payroll and purchase card transactions, VHA staff had to perform a significant amount of manual work to identify and perform adjustments so that the COVID-19 obligations and expenditures were captured in VA’s reporting. The overall complexity of VHA’s reporting process indicates that controls around VA’s data reporting and validation efforts can be improved.

The OIG has repeatedly identified costs due to delays or mismanagement of IT systems. Tax dollars have also been wasted or misused because of a lack of internal oversight and poor planning within programs. The pandemic has stressed systems further and required that some controls be circumvented to adjust to emergency conditions. While certainly understandable, the impact has created additional challenges for VA that will be felt for some time.

**WHY THIS IS A CHALLENGE**

VA’s size and complexity of operations make effective budget management extremely challenging. VA’s financial management system is over 30 years old and has functional limitations well-documented in OIG reports. The complex and disjointed architecture of the financial management system creates difficulty meeting increasingly demanding financial management and reporting requirements. VA continues to be challenged in consistently enforcing established policies and procedures throughout its geographically dispersed portfolio of legacy applications and systems.

As reported in the most recent Semiannual Report to Congress, the Federal Financial Management Improvement Act (FFMIA) requires all agencies covered by the Chief Financial
Officers Act to implement financial management systems that substantially comply with three essential requirements: (1) federal financial management systems requirements, (2) federal accounting standards, and (3) the United States Standard General Ledger at the transaction level.

The audit of VA’s financial statements for fiscal year 2020 continued to report instances where VA’s financial management systems did not substantially comply with federal financial management systems requirements and the United States Standard General Ledger at the transaction level under FFMIA. These findings have been repeatedly reported in part for more than 10 years.

Also, VA did not fully comply with the intent of the Federal Managers’ Financial Integrity Act due to internal control weaknesses identified and because improvements could be made in VA’s testing of internal controls.

The pandemic is intensifying these long-standing challenges and delaying initiatives intended to remediate these problems, including financial management reforms and the transformation of business processes. While VA has numerous initiatives to curb fraud, waste, and abuse, the pandemic is creating novel opportunities for bad actors, and has left VA vulnerable to various fraud schemes, including contract and procurement fraud, bribery and kickback schemes, and internal issues such as employee theft and the improper reporting of overtime.

Even before the pandemic, the OIG investigated hundreds of instances of fraud, bribery, theft, and False Claims Act violations, resulting in judicial actions that involved hundreds of millions of dollars in VA monetary benefits. The most recent Semiannual Report to Congress reported investigative actions that impacted $1.02 billion in monetary benefits.

**WHAT THE DEPARTMENT NEEDS TO DO**

VA has made progress on correcting certain control deficiencies pertaining to financial reporting, and VA is in the process of deploying a new financial system in a series of phases over an extended period of time.

Compliance with VA policies remains essential even in emergency situations. As the Information Systems and Innovation section discusses below, delays and changes in implementing new systems have implications for effective financial management that can only be addressed through comprehensive and coordinated planning.

**OIG CHALLENGE #4: INFORMATION SYSTEMS AND INNOVATION**

The challenges associated with information systems and innovation strongly affect VA’s ability to conduct its programs and services. The provision of timely and quality health care and benefits for veterans and other eligible individuals depends in large part on the security functionality,
effectiveness, and ease of use of underlying systems. The OIG has amassed a large number of reports and recommendations that assess and propose enhancements to VA’s infrastructure systems, including IT and data security. Through findings and report recommendations, the OIG highlights practices that promote quality standards that can be implemented throughout VA, particularly those that effectively use program planning, budget forecasting, and other predictive tools.

For example, the OIG has identified multiple systems that lack the functionality or proper controls to ensure that large backlogs, errors, inefficiencies, and obstacles to information sharing are minimized or redressed. Some challenges center on the planning and execution of new IT systems and transitioning from legacy systems, while others also involve patterns of user abuse or mistakes that can go largely undetected for long periods. Changes to mission critical systems and infrastructure network devices did not always follow standardized software change control procedures, and infrastructure was not always upgraded timely in order to bring facilities up to VA and industry standards. Decentralized oversight, unrealistic timelines, inadequate engagement of all stakeholders and end users, and minimal testing for some systems have plagued IT projects. The OIG has detailed recurrent issues that run through reports on the GI Bill implementation, changes to systems affecting benefits to eligible veterans, payments for care in the community, medical supply and equipment inventory, financial management, electronic healthcare waiting lists, and police information management.

Perhaps the most visible and challenging of these is VA’s Electronic Health Record Modernization (EHRM) program, one of the largest IT projects in government history. VA is nearly three years into replacing its aging electronic health record system. The OIG has been conducting early oversight of VA’s efforts because of the tremendous cost and scale of the effort and its impact on veteran health. In addition to the almost $10 billion contract, VA estimates another $6.1 billion will be needed for program management and infrastructure-related costs. Of this amount, approximately $4.3 billion is for program infrastructure and the remaining $1.8 billion is estimated for program management. However, recent OIG work has found that the estimate of $4.3 billion was not reliable. Furthermore, the OIG determined that VA did not report to Congress other, critical program-related IT infrastructure upgrade costs totaling about $2.5 billion as well as physical infrastructure upgrade costs totaling about $2.7 billion.

In addition to EHRM, VA is working to implement the Defense Medical Logistics Standard Support (DMLSS) System as a solution to an inefficient, poorly functioning $10 billion supply chain. The VA Logistics Redesign Program Office’s goal is to implement the DMLSS System to modernize VA’s supply chain, establish an integrated IT system to support business functions and supply chain management, and address the system’s many identified supply chain deficiencies. The OIG has ongoing work to examine these efforts.

Finally, VA has also begun implementing the Integrated Financial and Acquisition Management System (iFAMS) to replace its legacy financial and contracting IT systems of record. The new
system is expected to deploy across the VA enterprise through calendar year 2027. This replacement is critical because continued reliance on the Department’s legacy financial system presents enormous risk to VA operations. The OIG has ongoing work to evaluate the first phase of this system’s deployment.

**WHY THIS IS A CHALLENGE**

Challenges to implementing new technologies across a decentralized and complex system are numerous. For example, unrealistic deadlines and inadequate planning are symptomatic of trying to be responsive to identified needs and demonstrate progress without addressing identified and emerging problems. Shortcuts often result in costly delays and complications.

For EHRM implementation VA-wide, challenges are intensified by VA’s need to coordinate and collaborate internally as well as with DoD, and to modernize VA’s aging infrastructure to accommodate the new system. OIG reports demonstrate failures in oversight, planning, and coordination, and VA has temporarily halted plans for EHRM implementation.

The recommendations from our five reports published between April 2020 and July 2021 are meant to help VA make modifications to its roadmap for future implementation efforts. The OIG has repeatedly found issues with this deployment including deficiencies in infrastructure readiness at the first VA facility to use the new system and stove-piped governance with decision-making that does not appropriately engage VHA personnel who are the end users of the new EHR system. The OIG also found that the risk mitigations facility leaders would employ during the planned go-live period were inadequate to address the gaps in capabilities and presented a potential, yet significant, risk to patient safety.

As with EHRM, interoperability with VA systems and holistic changes to business processes continue to be significant hurdles to VA’s implementation of the DMLSS System.

**WHAT THE DEPARTMENT NEEDS TO DO**

The long-standing and repeat areas of weakness identified in VA technology projects require across-the-board improvements in project planning, scheduling, the calculation of associated costs, user and stakeholder engagement, leadership, security, and infrastructure enhancements, and other areas where the OIG has repeatedly recommended corrective actions.

The OIG recognizes the significant level of effort and commitment required by VA to manage and facilitate the implementation of the massive and complex electronic health record system, including the tremendous work already conducted by VA staff. In part due to the OIG’s work, VA has already taken actions to improve the reliability of its estimates.

VA should continue strengthening its cost-estimating procedures to ensure all characteristics of a reliable estimate are consistently and fully met. VA should also continue to reassess the enterprise-wide deployment schedule to ensure projected milestones are realistic and achievable,
and that training is effective and evaluated. Failure to redress identified issues puts VA at risk for additional failures, breakdowns, and delays when deploying the new electronic health record system nationwide in the years to come.

OIG CHALLENGE #5: LEADERSHIP AND GOVERNANCE

A common theme across recent OIG reporting has been the prevalence of a culture of complacency. By this it is meant that there were staff who either felt it was futile to report problems or were concerned that they would be retaliated against if they did report. Some of the more significant failures include the murders of veterans at the Clarksburg VA medical center; the Arkansas doctor who continued to report for duty while intoxicated (both mentioned in challenge #1); and unreported misconduct by a gynecological provider at the Gulf Coast Veterans Health Care System in Biloxi, Mississippi. A non-healthcare example includes VA staff knowingly failing to refund hundreds of millions of dollars in home loan funding fees to disabled veterans.

A leadership culture that does not seek to support transparency, oversight, and accountability will often fail to put veterans first when faced with external pressures. This was evident in the OIG investigation into senior VA officials’ response to a veteran’s sexual assault allegations at the Washington, DC, VA Medical Center wherein the OIG concluded that the then-VA Secretary failed to meet the agency’s most basic mission of providing care and to consider the safety and welfare of veterans. The OIG found that former senior VA officials questioned the veteran’s credibility and motive after learning of her complaint. Later, the former senior VA officials publicly cast doubt on the veteran’s credibility by mischaracterizing the allegations as “unsubstantiated.” The OIG’s investigation was also hindered by the refusal of several former senior VA officials to cooperate with request for follow-up interviews to clarify and resolve conflicting evidence.

WHY THIS IS A CHALLENGE

VA has many dedicated leaders who are committed to providing the best possible services to veterans, often under very stressful conditions. However, many emergent problems have arisen, and some problems that are pervasive and persistent have gone unaddressed because of frequent turnover or vacancies in key positions and failures in leadership, including lack of accountability, poor governance, and misconduct by individuals in positions of trust. The challenge of maintaining stable and effective leadership cuts across all areas of concern previously discussed. The OIG has identified frequent changes (and lapses) in leadership and workforce or staffing issues as major management challenges to VA in providing veterans with timely access to quality care.
Across VA, previous OIG reports have shown that leadership environments were not effective in recruiting and retaining the talent required. In fact, in our hotline reports and Comprehensive Health Care Inspection reports, it is common to see many leaders placed in acting positions throughout VHA. VA has experienced chronic shortages of healthcare professionals since at least 2015. VA's inability to adequately recruit, onboard, and retain clinicians and support staff, particularly in specific service areas, reflects problems with competitive pay, widespread shortages in some professions or positions, unfavorable leadership and work climate, inadequate planning, and other factors.

Finally, VA governance and oversight is often decentralized. Oftentimes, there are multiple offices that oversee aspects of a particular initiative or function within VA. The policy office may, for example, develop guidance or even training, but oversight, quality control, and staffing may be handled by others. Oversight roles and duties are often misunderstood, and guidance may be vague, conflicting, or simply in too many different places to navigate. Information critical to operations may not be well-documented, shared, or used for decision-making.

**WHAT THE DEPARTMENT NEEDS TO DO**

VA needs to promote a culture of accountability. Leaders need to take on persistent problems and establish clear lines of authority that promote accountability for accuracy, efficiency, and effectiveness in carrying out responsibilities. This includes supporting the OIG’s oversight mission, complying with requests for interviews and information, providing accurate and timely information, and responding to recommendations. The current VA Secretary has taken steps to improve communication and cooperation in support of the OIG’s oversight mission, including supporting training developed by the OIG for VA employees to educate staff on the OIG mission and authorities.

VA needs to work to create a stable leadership group that is experienced in delivering the high quality benefits that veterans deserve. The Department needs to continue its efforts to hire quality talent, pay competitive wages, and place value in technical competence and proven leadership.

VA has increased the transparency and utility of its staffing and vacancy data by adding elements to its reporting, such as summary and historical information. However, VA still needs to work on the quality and transparency of position data to achieve full staffing capacity and identify the additional funds needed to achieve it. More action is needed to ensure that vacancies and employee gains and losses are reported accurately and comply with legislative requirements.
VA Management’s Response

VA acknowledges the five major management challenges presented in the OIG report and appreciates the IG’s dedication to identifying opportunities for improvement in VA programs and operations. VA management is committed to implementing corrective action plans developed in response to each of the five challenges.

**Challenge #1: Healthcare Services** – VA has learned a great deal from OIG’s findings and will use them to understand where we can improve. As an organization dedicated to high reliability, we strive to promote employee willingness to raise concerns and to build robust systems for investigation around unusual or unexpected deaths.

To ensure adequate controls are in place, VA established an interdisciplinary work group to review high alert medication safety, storage, and security across VA and conducted an audit of medication storage areas at all local medical centers. The audit found that 95% of 8,859 medication storage areas were kept locked. All facilities not meeting 100% of all medication storage areas locked are developing action plans for improvement.

**Challenge #2: Benefits for Veterans** – VA expects the claims backlog to rise due to the court ordered Nehmer re-adjudication and the implementation of three new presumptive conditions established in the FY 2021 National Defense Authorization Act; however, VBA plans to reduce the claims backlog to 100,000 by the end of FY 2023 through collaboration with medical exam contractors, VHA and Federal records partners. In FY 2022, VBA will establish the Office of Review, Compliance and Accountability, to promote continuous improvement, sustainability of actions taken and fewer repetitive findings.

**Challenge #3: Stewardship of Taxpayer Dollars** – VA continues to implement corrective actions through a major improvement initiative to replace and modernize the antiquated systems. This effort will increase the transparency, accuracy, timeliness and reliability of financial information, resulting in improved financial controls and fiscal accountability to American taxpayers in accordance with FFMIA. The Department is leveraging lessons learned during recent deployments of the new financial system at NCA and VBA to evaluate and adjust our strategy moving forward.

**Challenge #4: Information Systems and Innovation** – VA notes that while the key findings of the EHRM strategic review largely match those of the OIG, the Department remains committed to the Cerner Millennium solution and the EHRM implementation has not been halted.

**Challenge #5: Leadership and Governance** – VA is working to address challenges with mission critical gaps through the implementation of more robust workforce management analytical capabilities to assess staffing requirements and the development of tools and policies to fill staffing gaps in a timely manner. These strategies are supported by a range of efforts to include: continued direct hiring authorities, recruitment and retention flexibilities and incentives; hiring initiatives; virtual trainee recruitment events; improved employee engagement; human resources modernization; workforce planning; targeted recruitment of military spouses and Service members transitioning from the Department of Defense (DoD); national recruiter programs for hard-to-fill occupations and specialties; and strategies for filling Medical Center Director (MCD) positions throughout VA. These strategies aim to
reduce time to hire and loss to competition by using standard position descriptions, non-competitive authorities, reducing onboarding time and offering more workplace flexibilities.

To support oversight, VA will provide staff with a web-based training module titled, “Meeting Responsibilities to Report Misconduct and Promote VA Efficiency and Effectiveness”. The training will provide clear roles, responsibilities and OIG legal authority. This training is designed to ensure VA employees understand the engagement protocol with OIG staff to improve VA programs, operations and services through proper and accurate reporting of fraud, waste, abuse and other complaints associated with OIG’s responsibility area.
### APPENDIX A: RELATED REPORTS

Selected related reports from fiscal year 2021. Reports are available at [www.va.gov/oig/](http://www.va.gov/oig/).

<table>
<thead>
<tr>
<th>Related Report</th>
<th>Challenge</th>
</tr>
</thead>
<tbody>
<tr>
<td>Care and Oversight Deficiencies Related to Multiple Homicides at the Louis A. Johnson VA Medical Center in Clarksburg, West Virginia</td>
<td>X</td>
</tr>
<tr>
<td>Pathology Oversight Failures at the Veterans Health Care System of the Ozarks in Fayetteville, Arkansas</td>
<td>X</td>
</tr>
<tr>
<td>Deficiencies in the Mental Health Care of a Patient who Died by Suicide and Failure to Complete an Institutional Disclosure, VA Southern Nevada Healthcare System in Las Vegas</td>
<td>X</td>
</tr>
<tr>
<td>Improper Feeding of a Community Living Center Patient Who Died and Inadequate Review of the Patient’s Care, VA New York Harbor Healthcare System in Queens</td>
<td>X</td>
</tr>
<tr>
<td>Deficiencies in Community Living Center Practices and the Death of a Patient Following Elopement from the Chillicothe VA Medical Center in Ohio</td>
<td>X</td>
</tr>
<tr>
<td>Challenges for Military Sexual Trauma Coordinators and Culture of Safety Considerations</td>
<td>X</td>
</tr>
<tr>
<td>Enhanced Strategy Needed to Reduce Disability Exam Inventory Due to the Pandemic and Errors Related to Canceled Exams</td>
<td>X</td>
</tr>
<tr>
<td>VBA Did Not Consistently Comply with Skills Certification Mandates for Compensation and Pension Claims Processors</td>
<td>X</td>
</tr>
<tr>
<td>Improvements Still Needed in Processing Military Sexual Trauma Claims</td>
<td>X</td>
</tr>
<tr>
<td>VA Needs Better Internal Communication and Data Sharing to Strengthen the Administration of Spina Bifida Benefits</td>
<td>X</td>
</tr>
<tr>
<td>Audit of VA’s Financial Statements for Fiscal Years 2020 and 2019</td>
<td>X</td>
</tr>
<tr>
<td>Review of VA’s Compliance with the Payment Integrity Information Act for Fiscal Year 2020</td>
<td>X</td>
</tr>
<tr>
<td>Inadequate Financial Controls and Payments Related to VA-Affiliated Nonprofit Corporations</td>
<td>X</td>
</tr>
<tr>
<td>Review of VHA’s Financial Oversight of COVID-19 Supplemental Funds</td>
<td>X</td>
</tr>
<tr>
<td>Training Deficiencies with VA’s New Electronic Health Record System at the Mann-Grandstaff VA Medical Center in Spokane, Washington</td>
<td>X</td>
</tr>
<tr>
<td>Related Report</td>
<td>Challenge</td>
</tr>
<tr>
<td>----------------</td>
<td>-----------</td>
</tr>
<tr>
<td>Unreliable Information Technology Infrastructure Cost Estimates for the Electronic Health Record Modernization Program</td>
<td></td>
</tr>
<tr>
<td>Deficiencies in Reporting Reliable Physical Infrastructure Cost Estimates for the Electronic Health Record Modernization Program</td>
<td></td>
</tr>
<tr>
<td>Improvements Needed in Adding Non-VA Medical Records to Veterans’ Electronic Health Records</td>
<td></td>
</tr>
<tr>
<td>Program of Comprehensive Assistance for Family Caregivers: IT System Development Challenges Affect Expansion</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Related Congressional Testimony</th>
<th>Challenge</th>
<th>#1</th>
<th>#2</th>
<th>#3</th>
<th>#4</th>
<th>#5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Statement of Deputy Inspector General David Case, Office of Inspector General, Department of Veterans Affairs, Before the Subcommittee on Technology Modernization, U.S. House of Representatives, Committee on Veterans’ Affairs, Hearing on Moving Forward: Evaluating Next Steps for the Department of Veterans Affairs Electronic Health Record Modernization Program</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Statement of Deputy Inspector General David Case, Office of Inspector General, Department of Veterans Affairs, Before the U.S. Senate Committee on Veterans’ Affairs Hearing on VA Electronic Health Records: Modernization and the Path Ahead</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Statement of Michael Bowman, Office of Inspector General, Department of Veterans Affairs, Director of IT and Security Audits Division, Before the Subcommittee on Technology Modernization, Committee on Veterans’ Affairs, U.S. House of Representatives, Hearing on Cybersecurity and Risk Management at VA: Addressing Ongoing Challenges and Moving Forward</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Statement of Inspector General Michael Missal, Office of Inspector General, Department of Veterans Affairs, Before the U.S. House of Representatives, Committee on Veterans' Affairs, Subcommittee on Oversight and Investigations, Hearing on &quot;The Pandemic and VA's Medical Supply Chain: Evaluating the Year-Long Response and Modernization”</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Statement of Brent E. Arronte, Deputy Assistant Inspector General, Office of Audits and Evaluations, Office of Inspector General, Department of Veterans Affairs Before the Subcommittee on Disability Assistance and Memorial Affairs Committee on Veterans' Affairs, U.S. House of Representatives Hearing on VA Compensation and Pension Exams During the COVID-19 Pandemic: A Path Forward</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
</tbody>
</table>